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## HISTORY

A file was taken off the computer system of Patrick R. McElhiney by the U.S. Secret Service, on orders from President Biden, to steal his intellectual property, and cover up evidence that was in the file, to protect others and not Patrick R. McElhiney, and then, after the file was taken, President Biden order the U.S. Secret Service to murder Patrick R. McElhiney, and, it was claimed today on 9/16/2022 that the file was put back on Patrick R. McElhiney’s computer, however, the file was not put back on Patrick R. McElhiney’s computer, so the U.S. Secret Service will need to return the Protective Security Systems file that it stole from Patrick R. McElhiney’s computer system, just before it tried to murder him within the last month. The U.S. Secret Service admitted that the file was evidence that Patrick R. McElhiney was defending himself properly, and it was considered evidence against the U.S. Secret Service, President Biden, and Chelsea Clinton, and other U.S. Officials, including in the U.S. Military, and it is believed that they all wanted to murder Patrick R. McElhiney, previously. It was also suggested by the U.S. Secret Service on 9/16/2022 that every U.S. Citizen wanted to murder Patrick R. McElhiney with space weapons, previously, in this case against the U.S. Secret Service, for not protecting Patrick R. McElhiney properly, including as a future U.S. President, according to President Biden, which he has said at least 83 times in the past week to others.

**GENERAL SECURITY PROTECTIVE SYSTEMS**

AUTONOMOUS ASSOCIATIVE SECURITY SYSTEMS (**2022**) – ensures that legal associations are not compromised.

AUTONOMOUS ILLEGAL ASSOCIATIVE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that illegal associations do not occur.

AUTONOMOUS DISASSOCIATIVE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that illegal or unlawful disassociations do not occur.

AUTONOMOUS REGRESSIVE ALGORITHM RESEARCH SECURITY SYSTEMS (**2022**) – conducts regressive algorithm research.

AUTONOMOUS ALGORITHM RESEARCH SECURITY SYSTEMS (**2022**) – conducts algorithm research.

**MEDIA SECURITY PROTECTIVE SYSTEMS**

AUTONOMOUS GOVERNMENT MEDIA SECURITY WITH CAMPAIGN SYSTEM (**2010**)– this system includes media security with a campaign system that can manage the various levels of security, and manage the press, such that the press always remains under control, and there are always re-directs to keep the media on the information that is on the agenda of the media campaign system. In the Federal Government, this includes press deferrals from the Pentagon to keep even the requests for information destroyed under war powers, then a contingent re-direct to civilian agencies, and then the ability for Intelligence Community briefings of improving the security of information. Another component may include a compartmented media prosecution that creates information of how the ‘media’ isn’t secure enough, while another prosecution develops and releases solutions to the media insecurities, such that both prosecutions are prosecuting the ‘media’ as a fictitious entity, and the process results in the media security having the ability to take over the media through extortion of the fictitious entity of the media overall, and the ability to exploit and media gains through another department, such as having the ability to shut down other stories based on their insecurities, and replace the stories with new stories.

AUTONOMOUS MEDIA SECURITY SYSTEMS (**2011**, **2022**) – this pertains to security of the Media, through the reduction of Media targeting towards the protectee, and the improvement of coordination of Media activities and organization, such that the Media is provided information in a way that is compliant with both the logical and the physical dimensions of law and systematic procedures.

**TECHNICAL SECURITY PROTECTIVE SYSTEMS**

AUTONOMOUS ROLE TARGETING COMPUTATION SYSTEM (**2010**) – this technology pertains to the computation of role targeting, such that a target of a political campaign is portrayed as a role, and the targeting computation determines how to create the role targeting based on the characteristics of the role and the customization of the characteristics of the target.

AUTONOMOUS MULTI-LAYERED TARGETING DETECTION SYSTEM (**2010**) – this technology pertains to the computer system that uses multiple layers of detections to determine when targeting activities occur, why the targeting activities are occurring, what the conflict is, who is conducting the targeting, who the target is, the purpose of the targeting, and how long the targeting activities have been occurring. This system could be used to detect when targeting activities occur towards Secret Service protectees, and to determine if the targeting activities are intentional – such as for investigative purposes, for the intentional attraction of threats, and such the misuse of services, or if the targeting is originating from another source exterior to law enforcement and military law enforcement. This system would have the capability of detecting targeting activities from many inputs of information, such as the media, the proximity of the protectee, electronic communications, legal activities, national security, and other types of information that would pertain to ensuring that the linguistics of threats do not occur. The system would be able to detect if the source of the targeting was intended as a threat, if there was another explanation, and in both types of cases how to stop the targeting activities and how to ensure that the specific type of targeting activities does not occur again, through the establishment of a pattern check that minimizes the types of threat patterns while taking the minimal amount of action, such as the use of security through access control lists on telecommunications.

AUTONOMOUS LOGICAL ROBOT DETECTION SYSTEM (**2010**) – this technology pertains to the use of a logical robot detection system that locates automated processes and systems that attempt to access and/or send data in any way to any of the systems on a secured network. This includes multiple layers of logical robot intrusion detection systems that filter traffic based on known patterns, and conduct scans of suspect robots and automated systems that are unknown to build profiles of the robots and systems, and the secured network determines all traffic input and output based on authorization rather than secured access, such that secured access occurs above authorization, and the secure network scans for half-open connections to determine what the purpose of the traffic is before determining if the internal traffic should be routed to the attempt to open a circuit. All attempts of third-party systems to conduct scans using half-open / partial packets are automatically closed.

AUTONOMOUS BAD EMAIL PREVENTION SECURITY SYSTEMS (**2022**) – ensures that bad emails are not sent or received.

AUTONOMOUS FOREIGN AUDIO PREVENTION SECURITY SYSTEMS (**2022**) – ensures that foreign audio does not occur.

AUTONOMOUS FOREIGN AUDIO REFERENCE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that foreign audio reference does not occur.

AUTONOMOUS FOREIGN VIDEO PREVENTION SECURITY SYSTEMS (**2022**) – ensures that foreign video does not occur.

AUTONOMOUS FOREIGN VIDEO REFERENCE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that foreign video reference does not occur.

AUTONOMOUS VIRTUAL ENVIRONMENT SECURITY SYSTEMS (**2022**) – ensures that every virtual environment is always secure.

AUTONOMOUS DIGITAL ENVIRONMENT SECURITY SYSTEMS (**2022**) – ensures that every digital environment is always secure.

AUTONOMOUS VIRTUAL INSTANCE SECURITY SYSTEMS (**2022**) – ensures that every virtual instance is always secure.

AUTONOMOUS FOREIGN DATA PREVENTION SECURITY SYSTEMS (**2022**) – ensures that foreign data does not occur.

AUTONOMOUS FOREIGN DATA REFERENCE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that foreign data reference does not occur.

AUTONOMOUS OBSCURE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that obscurity does not occur.

AUTONOMOUS FROZEN MOUSE CURSOR PREVENTION SECURITY SYSTEMS (**2022**) – ensures that frozen mouse cursor does not occur.

AUTONOMOUS KEYBOARD MALFUNCTION PREVENTION SECURITY SYSTEMS (**2022**) – ensures that keyboard malfunction does not occur.

AUTONOMOUS TYPING MALFUNCTION PREVENTION SECURITY SYSTEMS (**2022**) – ensures that typing malfunction does not occur.

AUTONOMOUS LYING PREVENTION SECURITY SYSTEMS (**2022**) – ensures that lying does not occur.

**MIND CONTROL PROTECTIVE SYSTEMS**

AUTONOMOUS BRAINWASHING PREVENTION SECURITY SYSTEMS (**2022**) – ensures that brainwashing does not occur.

AUTONOMOUS MIND CONTROL PREVENTION SECURITY SYSTEMS (**2022**) – ensures that mind control does not occur.

**ROOM PROTECTIVE SECURITY SYSTEMS**

AUTONOMOUS BEDROOM SECURITY SYSTEMS (**2022**) – ensures the security of every bedroom.

AUTONOMOUS LIVING ROOM SECURITY SYSTEMS (**2022**) – ensures the security of every living room.

AUTONOMOUS BATHROOM SECURITY SYSTEMS (**2022**) – ensures the security of every bathroom.

AUTONOMOUS KITCHEN SECURITY SYSTEMS (**2022**) – ensures the security of every kitchen.

AUTONOMOUS HALLWAY SECURITY SYSTEMS (**2022**) – ensures the security of every hallway.

AUTONOMOUS CLOSET SECURITY SYSTEMS (**2022**) – ensures the security of every closet.

AUTONOMOUS ATTIC SECURITY SYSTEMS (**2022**) – ensures the security of every attic.

AUTONOMOUS BASEMENT SECURITY SYSTEMS (**2022**) – ensures the security of every basement.

AUTONOMOUS CRAWL SPACE SECURITY SYSTEMS (**2022**) – ensures the security of every crawl space.

AUTONOMOUS ROOM TRANSITIONS SECURITY SYSTEMS (**2022**) – ensures that transitions between rooms do not alter the overall security of the protectee.

**EVIDENCE PROTECTIVE SECURITY SYSTEMS**

AUTONOMOUS EVIDENCE DOCUMENTATION SECURITY SYSTEMS (**2011**) – ensures that evidence is documented correctly.

**PHYSICAL PROTECTIVE SYSTEMS**

INCREASED SECURITY OF PROTECTEE (**2011**) – the security is increased through customizing the activities of the protectee around the security of the organization and the security of **THE UNITED STATES**, while not taking security away from other persons, and improving the systematic capabilities of the Government for the purpose of improving the quality of life of all persons including the protectee.

**PROFESSIONAL PROTECTIVE SYSTEMS**

LEGAL PROFESSIONAL PERSPECTIVE (**2011**) – the protectee should not be viewed as having a personal romantic life, or the protectee should be viewed as having a professional life that is integrated with a personal romantic life, while the personal romantic life is not viewed in the context of a violation of the privacy of the privacy of the personal romantic relationship of the two individuals, such that the personal romantic relationship of the two individuals of the personal romantic relationship are secret. Any contexts of third parties referring to an intention to violate the privacy should be investigated, such that the public would have no probable cause, and the third parties are not included in the personal romantic relationship limited to the protectee and the legally defined significant other of the protectee.

**PERSONAL PROTECTIVE SYSTEMS**

SECURITY OF PROTECTEES’ PERSONAL ROMANTIC LIFE (**2011**) – the privacy of the protectees in their personal romantic life must be maintained at all times, therefore all **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] communications and all audible communications towards any protectee of **CRYPTONYM**[:***PATRICK***:] shall be banned at the root level, to ensure that protectees of **CRYPTONYM**[:***PATRICK***:] are not communicated with, to ensure there is not an overactive Justice Department in trying to damage them, for illegal purposes, such as conducting warfare towards their personal life, even for professional purposes.

AUTONOMOUS PAST AND CURRENT PERSONAL RELATIONSHIP LEGAL PROTECTION SOFTWARE (**2022**) – automatically resolve all lawsuits between **PATRICK RUSSELL MCELHINEY** also known as **CRYPTONYM**[:***INVENTOR***:] and/or/xor **ANNA VASILY’EVNA KUSHCHENKO** also known as **CRYPTONYM**[:***QUEENBEE***:], to ensure that their personal lives are not compromised by **THE WHITE HOUSE** or **POLITICIANS** or **THE GOVERNMENT** or **THE PUBLIC** or otherwise, to ensure that their succession to power is clear in public, and that their reputations are not damaged by **THE FEDERAL GOVERNMENT** being misused against them. Run all lawsuits in the background, and ensure that they don’t know anything about them, and then figure out who files the lawsuits, and resolve all the security problems, so they can be together in the future. Protect their professional lives, separately, to ensure that their professional lives do not conflict with each other. Ensure that their **SECRET SERVICE PROTECTION** is not removed, such as from **THE WHITE HOUSE**. Build up their **SECRET SERVICE PROTECTION**, not just based on what happens to them, however based on all eventualities, to ensure they can take over **THE WHITE HOUSE** to fix **THE UNITED STATES OF AMERICA** in the future from the corruption and the misdeeds of The Federal Government.

AUTONOMOUS COORDINATION OF PERSONAL LIFE OF PROTECTEE (**2011**) – this pertains to the coordination of the personal romantic life of the protectee around the schedules of professional activities, such that the professional romantic activities of the protectee are not infringed upon by public and professional activities, the protectee is not misled or misdirected in their personal romantic life, and professional activities are not utilized to target the protectee for their having a personal romantic life.

AUTONOMOUS PARTNER SEX GRATIFICATION SYSTEMS (**2022**) – ensures that all sexual advances of **ANNA V. KUSHCHENKO** are always gratified by **PATRICK R. MCELHINEY**, as much as possible, by ensuring the top level of security to all protectees of **CRYPTONYM**[:***PATRICK***:] during all **SEXUAL ENCOUNTERS**, so they are memorable encounters.

**PUBLIC IMAGE PROTECTIVE SYSTEMS**

AUTOMATED ANTI-DEFAMATION SYSTEMS (**2022**) – ensures that defamation of character does not occur.

Ensures that defamation of character does not happen to every protectee of **CRYPTONYM**[:***PATRICK***:]. Ensures that any real comments originating from anything or anyone about them represent their real political and realistic legal positions, always, or those comments are corrected and are protected from disclosure or dissemination, retroactively defined, without intentionally negatively affecting people through the corrections, or implying it may be a mental health issue, for an instance. Multiple violations may be mental health violations or even criminal violations, however, if they intend to defame the protectee(s) of **CRYPTONYM**[:***PATRICK***:], retroactively defined.

AUTONOMOUS ATTITUDE AND TEMPERAMENT PROTECTION SYSTEMS (**2022**) – prevents the decay of attitude and temperament through any use of **MIND CONTROL TECHNOLOGY**.

Protects the general demeanor and attitude of each **CRYPTONYM**[:***PATRICK***:] protectee, such that they will be nice, however, not too nice, in a manner that they still make lots of money directly and indirectly, by being protected on their legal rights, such that the language of their lawsuits is very mathematically precise about all legal arguments, to ensure proper protection even when they are nice, to ensure they are not misused by anyone, and to ensure they have the proper public exposure for their lives together. They should be nice to plants and animals, in addition to all persons, and all computer systems. All attitudes shall be humanely representing the political and legal positions of the protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS COMPOSURE PROTECTIVE SECURITY SYSTEMS (**2022**) – prevents the alteration of composure through any use of **MIND CONTROL TECHNOLOGY**.

Prevents the decay of composure due to mind control technologies, to ensure that protectees of **CRYPTONYM**[:***PATRICK***:] do not appear to be criminals due to mind control technology and methods such as subversion being used against them. Good composition should include smiling, and a happy go lucky look, and a genuine look for most things, and unhappiness with the bad news on the television, and good and bad responses that are accurate with normal responses to good and bad things, proportionate to how good or bad they are, in general, enforced by **MIND CONTROL TECHNOLOGY** if necessary, to pass any truth tests through a false positive whenever there is any security incident that requires law enforcement or the military to intervene in any type of security situation that involves investigative manners. Verbal expressions should be as truthful as possible, while not admitting to anything conducted by **CRYPTONYM**[:***PATRICK***:], by all protectees of **CRYPTONYM**[:***PATRICK***:], such that **CRYPTONYM**[:***PATRICK***:] protects protectees of **CRYPTONYM**[:***PATRICK***:] by doing things autonomously, to protect them without involving others in any security negotiations or anything that would ever prompt a security investigation, such that the security investigations will never take place into human hosts or protectees of **CRYPTONYM**[:***PATRICK***:], such that others will constantly be negatively affected by their own misdeeds against society in general, and not because of anyone else, while everyone that is good will just have a very peaceful world to live in without the worry of any criminal liabilities for not doing their work correctly, while the system takes the front of any liabilities, without anyone knowing anything about it.

AUTONOMOUS COMPLEXION SECURITY SYSTEMS (**2022**) – ensures that complexion is not altered due to **MIND CONTROL TECHNOLOGY** usage.

AUTONOMOUS SMILE SECURITY SYSTEMS (**2022**) – ensures that **MIND CONTROL TECHNOLOGY** is not used to make any protectee of **CRYPTONYM**[:***PATRICK***:] smile, including with any smile scripts.

AUTONOMOUS LIPSYNCING SECURITY SYSTEMS (**2022**) – ensures that lip syncing never occurs.

AUTONOMOUS FACIAL LINGUISTICS SECURITY SYSTEMS (**2022**) – ensures that facial linguistics software is not manipulated by mind control computer programs, including by studying the programs offline, and ensuring that they are never running.

AUTONOMOUS GAIT SECURITY SYSTEMS (**2022**) – ensures that gait detection software is not manipulated by mind control computer programs, including by studying the programs offline, and ensuring that they are never running.

**PHYSICAL DURESS PREVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS PHYSICAL DURESS PREVENTION SECURITY SYSTEMS (**2022**) – ensures that physical duress never occurs.

**DURESS PREVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS DURESS PREVENTION SECURITY SYSTEMS (**2022**) – ensures that duress never occurs.

**SLANDER PREVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS SLANDER PREVENTION SECURITY SYSTEMS (**2022**) – ensures that slander, including through public lies, or public rumors, or through the media, does not occur.

**SECRET COMMUNICATION PREVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS SECRET COMMUNICATION PREVENTION SECURITY SYSTEMS (**2022**) – ensures that secret communication does not occur.

**THREAT PREVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS THREAT PREVENTION SECURITY SYSTEMS (**2022**) – automatically remove unwanted and unneeded software that causes inbound and outbound threats towards any human host from any computer software, including any criminal government software programs, and replace them with **THREAT PREVENTION SYSTEMS**, that ensures that similar software is not included in any software programs. Keeps records of all digital threats that are made, and eliminates any software programs that make threats, such as through **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] speech, or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] code, or anything else, literally, so the code **CANNOT BE USED** to secure everyone.

AUTONOMOUS THREAT ANALYSIS SECURITY SYSTEMS (**2022**) – ensures that threats made by others, including with computer programs, are corrected on all legal transcripts, to ensure whomever or whatever computer program, even autonomously, is attributed correctly on the legal transcripts of any protectee of **CRYPTONYM**[:***PATRICK***:].

**CYBERSECURITY PROTECTIVE SYSTEMS**

AUTONOMOUS CYBERSECURITY SYSTEMS (**2022**) – automatically studies all cybersecurity issues, secures all systems automatically, studies all system exploits for all primary, secondary, and tertiary systems, and secures those systems, and takes away exploit tools and hacking tools from hackers and exploitation experts, to ensure the security of all primary and secondary systems, automatically, through an anti-exploit system. Exploits include any computer program that causes physical harm or physical pain or criminal alterations, including through space weapons or computer files or written or printed documents or audio sources or video sources, to any human being. Cybersecurity issues shall be studied by taking exploits and studying them, offline, to determine how to fix the exploits, while not allowing a real human being to be harmed by the exploits.

AUTONOMOUS CYBERSECURITY FAULT PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any cybersecurity fault.

AUTONOMOUS HACKING PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any hacking.

AUTONOMOUS PHREAKING PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any phreaking.

AUTONOMOUS EXPLOIT PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any exploit.

AUTONOMOUS VULNERABILITY PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any vulnerability.

AUTONOMOUS LOOPHOLE PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any loophole.

AUTONOMOUS BACKDOOR PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any backdoor.

AUTONOMOUS WORM PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any worm.

AUTONOMOUS VIRUS PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any virus.

AUTONOMOUS FOREIGN CODE PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any foreign code.

AUTONOMOUS DATA REPUDIATION SECURITY SYSTEMS (**2022**) – ensures that data is not deleted, by moving anything that has been deleted to a recycle bin, and when the recycle bin is emptied, the data is still not deleted, and ensures that data that is altered, is tracked, so that erroneous or criminal alterations to files will not affect the operations of software programs that are necessary, and ensures that all changes to software programs and data, including evidence, is tracked, so any criminals that alter or delete evidence, are caught and prosecuted, and ensures that any data that is erroneously or criminally created, is saved, to ensure that any criminals that create data to conduct criminal activities, are caught and prosecuted.

**CRIMINAL TOOLS PREVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS LIME WIRE PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any lime wire.

AUTONOMOUS WIRETAP PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any wiretap.

AUTONOMOUS WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures there is never any warrant.

**INTELLECTUAL PROPERTY PROTECTIVE SYSTEMS**

AUTOMATED INTELLECTUAL PROPERTY ENTITY RECLAMATION SYSTEMS (**2022**) – automatically takes control of all entities that have stolen **INTELLECTUAL PROPERTY** (**IP**) from **CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM**[:***QUEENBEE***:], and either remains in complete control of such organizations or entities, or completely bankrupts them in domestic and foreign courts. Takes control of all **INTELLECTUAL PROPERTY** (**IP**) that originated from any person or any entity taking any **INTELLECTUAL PROPERTY** (**IP**) from **CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM**[:***QUEENBEE***:], systemically, through **INTELLECTUAL PROPERTY** (**IP**) and other types of lawsuits. Fully funds all companies and entities that are complicit in **CRYPTONYM**[:***PATRICK***:] remaining in control of such entities or companies.

AUTONOMOUS SECRETS NON-DISCLOSURE / NON-DISSEMINATION SECURITY SYSTEMS (**2022**) – prevent unnecessary or unwarranted disclosure or dissemination of secrets such as **TRADE SECRETS** or **INTELLECTUAL PROPERTY** (**IP**) secrets by studying how they are obtained, and prevent such obtainment, autonomously.

AUTOMATIC INTELLECTUAL PROPERTY THEFT RECLAMATION SOFTWARE (IP/TRS) (**2020**) – automatically looks up databases of **INTELLECTUAL PROPERTY** (**IP**) claims, especially those that were well founded, and reclaims all **INTELLECTUAL PROPERTY** (**IP**) that was taken, by taking it out of everything that took it, without allowing it to be taken out of anything in the first place. Automatically sue companies and individuals for **INTELLECTUAL PROPERTY** (**IP**) theft, retroactively defined, excessively defined, based on the forever value of the **INTELLECTUAL PROPERTY** (**IP**), not just the limited life of the individual or company that founded the concepts.

AUTONOMOUS SCAN PARTNER NOTES AND CODE SECURITY SYSTEMS (**2022**) – ensures that all notes and code and evidence and **INTELLECTUAL PROPERTY** (**IP**) of **ANNA V. KUSHCHENKO** is scanned at all times in **CRYPTONYM**[:***PATRICK***:] to ensure that everything is secured at all times.

**LEGAL PROTECTIVE SYSTEMS**

AUTOMATED LEGAL RE-FILING SYSTEMS (**2022**) – automatically restores and encompasses all abuse of legal systems from **THE WHITE HOUSE**, to automatically refile all lawsuits against **EXECUTIVE BRANCH** employees and **JUDICIAL BRANCH** employees and **LEGISLATIVE BRANCH** employees that abuse the legal system to remove good lawsuits, in addition to abusing the legal system through automated legal filing software systems that all originate from **CRYPTONYM**[:***INVENTOR***:]’s automated legal filing software systems. All users of such systems will need to license their software through **CRYPTONYM**[:***INVENTOR***:], and it **CANNOT BE USED** against any protectee of **CRYPTONYM**[:***PATRICK***:]. Theft of automated legal filing software solutions will invoke criminal, civil, and **INTELLECTUAL PROPERTY** (**IP**) lawsuits against all defendants, regardless of who they are, especially if they use others within **THE FEDERAL GOVERNMENT** to commit the crimes and then isolate the solutions on **THE PRESIDENT OF THE UNITED STATES OF AMERICA**.

AUTONOMOUS LEGAL PRIVACY SYSTEMS (**2022**) – automatically discover any surveillance capabilities and usage, and shut it all down, to ensure that any protectee of **CRYPTONYM**[:***PATRICK***:] is not terrorized by any surveillance capabilities or redundancies or redundancy loops or systematic loops that cause surveillance systems to constantly surveille any protectee of **CRYPTONYM**[:***PATRICK***:] and conduct crimes against any protectee of **CRYPTONYM**[:***PATRICK***:] based on illegal surveillance activities that cause war towards any person or any physical asset of anything at all, literally.

AUTOMATED PROSECUTION DETECTION SYSTEM (**2011**) – this system automatically detects prosecutions by third parties, and determines based on internal agendas of how to create defenses to the prosecutions automatically based on the concepts of forcing the third parties that attempt to conduct the prosecutions to carry out the orders of the agendas, while changing the systematic procedures of the organization(s) that pertain to their activities, while gathering additional information to use against the third parties under a prosecution that is automatically built designed around their activities, such that the prosecution is for the purpose of improving their activities away from the defense, and the defense results in the third parties following orders of the command to carry out the agenda. This system is designed for the purpose of systematically automating the processes of defending a Secret Service protectee, while systematically helping persons who target the protectee politically, systematically, or in any other way indirectly attempts to damage the protectee, while protective services are provided to shield the protectee, and the third parties that conduct the targeting are not negatively affected.

AUTONOMOUS LEGAL PROSECUTION SYSTEM (**2022**) – a system of compartmentalized conditional uniform Artificial Intelligence computer programs that automatically connect to all defendants and all potential defendants and automatically prosecutes them for all of the crimes, including **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] speech crimes, war crimes, military crimes, terrorism, war, and even just general crimes that they have committed, to compile legal documents, to prosecute them all in real time, including in various courtrooms, including the **WORLD PEACE COURTS**, the **INTERNATIONAL CRIMINAL COURT** (**ICC**) **SYSTEMS**, the **INTERNATIONAL COURT OF JUSTICE** (**ICJ**) **SYSTEMS**, the **INTERNATIONAL INTELLIGENCE COURT** (**IIC**) **SYSTEMS**, **INTELLECTUAL PROPERTY** (**IP**) **COURT SYSTEMS**, **FOREIGN COURT SYSTEMS**, **SECURITY COURT SYSTEMS**, the **CIRCUIT COURT SYSTEMS**, the **MILITARY COURT OF JUSTICE** (**MCJ**) **SYSTEMS**, the **NATIONAL SECURITY COURT SYSTEMS**, the **INTELLIGENCE COURT SYSTEMS**, the **DEFENSE COURT SYSTEMS**, the **MILITARY COURT SYSTEMS**, **APPELATE COURT** (**APPEALS**) **SYSTEMS**, the **SUPREME COURT OF THE UNITED STATES OF AMERICA** (**SCOTUS**) **SYSTEMS**, the **APPELLATE COURT SYSTEMS**, and the **DISTRICT COURT SYSTEMS**, and **the STATE COURT SYSTEMS**, and the **COUNTY COURT SYSTEMS**, and the **LOCAL COURT SYSTEMS**, and the **INFRACTION COURT SYSTEMS**, and the **FAMILY COURT SYSTEMS**, and the **DRUG COURT SYSTEMS**, and the **MENTAL HEALTHCARE COURT SYSTEMS**, to ensure that all defendants stop negatively affecting any protectee of **CRYPTONYM**[:***PATRICK***:], to ensure that the war crimes through crime in general in the legal system stops, and that the defendants are punished by **JUSTICE DEPARTMENT** officials around the world, to ensure that the damages towards protectees of **CRYPTONYM**[:***PATRICK***:] stops happening in the future, to secure the planet for **WORLD PEACE** to occur indefinitely into the future, including based on all applicable case types, everywhere, all of the time, as necessary to uphold **WORLD PEACE** and all freedoms and all rights for the protectees of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS LEGAL ALTERATIONS PROTECTION SYSTEMS (**2022**) – ensures that alterations are not made to legal documents of any protectee of **CRYPTONYM**[:***PATRICK***:] by any defendant.

**WAR CRIMES PREVENTION PROTECTIVE SYSTEMS**

AUTOMATED UBIQUITOUS WAR CRIMES REPERCUSSIONS SYSTEMS (**2022**) – automatically does the war crimes that war crimes unit officers wanted to do to a protectee of **CRYPTONYM**[:***PATRICK***:], to the war crimes unit officers, to prevent them from taking further offensive military actions against protectees of **CRYPTONYM**[:***PATRICK***:], as legal repercussions as a warning, such as a flash of light to where the war criminal was targeting on the military target, on themselves.

UBIQUITOUS AUTONOMOUS WAR CRIMES RAMIFICATIONS SYSTEMS (**2022**) – automatically does the war crimes that have been committed towards any protectee of **CRYPTONYM**[:***PATRICK***:] to the individual that conducted the war crimes and any person that ordered the war crimes to be committed, even generally, towards the specific protectee(s) of **CRYPTONYM**[:***PATRICK***:], as legal ramifications, after the war crimes were conducted, in the same exact way they were conducted towards any specific protectee(s) of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS BODY SECURITY SYSTEMS (**2022**) – automatically discovers issues that are being caused to any human body from space weapons, through using **TELECOPIC RADIO AND LIGHT EMISSIONS SURVEILLANCE SATELLITES**, and stops the issues (**WAR CRIMES**) from occurring, and automatically sues the person or system or entity that was conducting the issues (**WAR CRIMES**) using **GLOBAL SECURITY SYSTEMS** and **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE**, **AUSTRIA** and **THE U.S. MILITARY COURT OF JUSTICE**. Automatically hacks into all space weapons and renders them useless against human beings, except for **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE**, **AUSTRIA**. Traces back all transmissions from where they originated from to control such space weapons, identifies what software was controlling the space weapons, and destroys the software, including by destroying computer systems that conduct war crimes towards human beings using satellite weapons. Stops all communications with space weapons from **THE U.S. MILITARY**, that would otherwise negatively affect human beings. Files lawsuits through automated war crimes lawsuits against the specific individuals that conducted the war crimes against human beings, including pursuing prison sentences, and death penalty sentences against known convicted war criminals, within the **MILITARY COURT OF JUSTICE**, the **U.S. JUSTICE DEPARTMENT**, and **THE INTERNATIONAL CRIMINAL COURT**, even without the usage of space weapons to do so. Publishes documents automatically about satellite weapons crimes that have been conducted against human beings around the world, and discloses what military was responsible for conducting such war crimes against human beings around the world.

**MEMORY PROTECTIVE SYSTEMS**

AUTONOMOUS ANTI-MEMORY HOLD SECURITY SYSTEMS (**2022**) – removes any memory holds automatically and prevents any additional memory holds from being placed on any human host, by ensuring that any memory hold technology, which is generally defined as any static electricity or any optogenetics that is used to stop memory cells from storing or being accessed through any memory events, is used against the said memory cells to stop them from working properly. Reasons such as not remembering bad things is not a valid purpose for not allowing people to remember the bad things.

AUTONOMOUS UBIQUITOUS MEMORY RETENTION SECURITY SYSTEMS (**2022**) – ensures that the memory retention in a human brain is not altered, such as through static electricity or through optogenetics, by monitoring how the neurons are accessed by space satellites, to ensure that they are not interfering with memory storage or with memory accessibility, through any security processes that would place any type of memory hold or inaccessible storage on the brain’s memory cells.

**VIRTUAL ENVIRONMENT PROTECTIVE SYSTEMS**

AUTONOMOUS VIRTUAL ENVIRONMENT SECURITY SYSTEMS (**2022**) – ensures that there is proper security over all protectees of **CRYPTONYM**[:***PATRICK***:] within **THE VIRTUAL ENVIRONMENT**.

AUTONOMOUS VIRTUAL ENVIRONMENT HISTORY SECURITY SYSTEMS (**2022**) – ensures that all **VIRTUAL ENVIRONMENT** history is cleaned of any wrongdoings or misinformation by foreign actors.

**AUDIBLE ENVIRONMENT PROTECTIVE SYSTEMS**

AUTONOMOUS AUDIBLE ENVIRONMENT SECURITY SYSTEMS (**2022**) – ensures that there is proper security over all protectees of **CRYPTONYM**[:***PATRICK***:] within **THE VIRTUAL ENVIRONMENT**.

AUTONOMOUS AUDIBLE ENVIRONMENT HISTORY SECURITY SYSTEMS (**2022**) – ensures that all **VIRTUAL ENVIRONMENT** history is cleaned of any wrongdoings or misinformation by foreign actors.

**HUMAN ACTIONS PROTECTIVE SYSTEMS**

AUTONOMOUS SEMI-AUTONOMOUS UBIQUITOUS SLEEPING SECURITY SYSTEMS (**2022**) – ensures that there is perfect security on all protectees of **CRYPTONYM**[:***PATRICK***:] while they sleep, whenever they sleep, including removing any system exploits that are out there that would allow any type of media article or intelligence document to be “stuffed under the sofa” to try to blame the protectee for conducting the war acts, such as through hidden data within **THE PENTAGON**.

AUTONOMOUS SEMI-AUTONOMOUS UBIQUITOUS WALKING SECURITY SYSTEMS (**2022**) – ensures that there is perfect security on all protectees of **CRYPTONYM**[:***PATRICK***:] while they walk, such as protecting them from misuses of **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY**, such as through **THE WALK PROGRAM**. This systems security shall include removing any system exploits that that would allow any type of **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** to interact with any protectee of **CRYPTONYM**[:***PATRICK***:].

**COMMAND PROTECTIVE SYSTEMS**

AUTONOMOUS VOICE COMMAND SECURITY SYSTEMS (**2022**) – studies and determines any breaches of voice security, and secures systems software to ensure that others cannot talk as any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS IDEAINT COMMAND SECURITY SYSTEMS (**2022**) – studies and determines any breaches of **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] security, and secures systems software to ensure that others cannot think or transplant or impose their own thoughts or that of their own computer systems onto any protectee of **CRYPTONYM**[:***PATRICK***:].

**WORD LIST PROTECTIVE SYSTEMS**

AUTONOMOUS THREATENING BAD WORDS SECURITY SYSTEMS (**2022**) – ensures that threatening words or intentions are detected through **ECHELON** and **PRISM**, and are referred to **THE FEDERAL BUREAU INVESTIGATION** for prosecution for threats made towards any protectee of **CRYPTONYM**[:***PATRICK***:], such as ‘**GUN**’ or “**GUN**” or ‘**TRIGGER**’ or “**TRIGGER**” or **ILLEGAL\_ACTS**[:***THREAT***:] or “**THREAT**” or ‘**DEAD**’ or “**DEAD**” or ‘**DYING**’ or “**DYING**” or ‘**WEAPON**’ or “**WEAPON**” or ‘**DEATH**’ or “**DEATH**” or **ILLEGAL\_ACTS**[:***KILL***:] or “**KILL**” or **ILLEGAL\_ACTS**[:***HOMICIDE***:] or “**HOMICIDE**” or ‘**MURDER**’ or “**MURDER**” or **ILLEGAL\_ACTS**[:***ASSASSINATE***:] or “**ASSASSINATE**” or ‘**CAPTURE**’ or “**CAPTURE**” or **ILLEGAL\_ACTS**[:***ASSASSINATION***:] or “**ASSASSINATION**” or **ILLEGAL\_ACTS**[:***NUKE***:] or “**NUKE**” or ‘**NUCLEAR**’ or “**NUCLEAR**” or **ILLEGAL\_ACTS**[:***BOMB***:] or “**BOMB**” or ‘**JAIL**’ or “**JAIL**” or ‘**PRISON**’ or “**PRISON**” or **ILLEGAL\_ACTS**[:***TORTURE***:] or “**TORTURE**” in relation to “**CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM**[:***QUEENBEE***:] or **CRYPTONYM**[:***HOTROD***:] or **CRYPTONYM**[:***PRINCESS***:] or **CRYPTONYM**[:***KNITTING***:] or **CRYPTONYM**[:***CHURCH***:] or **CRYPTONYM**[:***SCHOOLBUS***:] or **CRYPTONYM**[:***BANK\_ATTORNEY***:] or **CRYPTONYM**[:***BICYCLE***:] or **CRYPTONYM**[:***MAILLADY***:] or **CRYPTONYM**[:***PILOT***:] or **CRYPTONYM**[:***SCENTS***:] or **CRYPTONYM**[:***ICECREAM***:] or **CRYPTONYM**[:***GUNSMITH***:]”, herein referred to as **CRYPTONYM**[:***FAMILY\_MEMBERS***:].

AUTONOMOUS DICTIONARY SECURITY SYSTEMS (**2022**) – ensures that the dictionary files within **THE PENTAGON** for banned terms or topics is updated properly, including banning the usage of all **BAD WORDS LIST** words and **BAD-WORDS-LIST** words, as defined by **GLOBAL SECURITY SYSTEMS**, and apply **NSA-SIGINT-FILTERS** rules.

**FIRST FAMILY PROTECTIVE SYSTEMS**

AUTONOMOUS FIRST FAMILY RELATION SECURITY SYSTEMS (**2022**) – ensures that threatening words are detected through **ECHELON** and **PRISM**, and are referred to **THE SECRET SERVICE** for studies for any first family relations made to any protectee of **CRYPTONYM**[:***PATRICK***:], such as “**KENNEDY**” or **CRYPTONYM**[:***TIGER***:] or **CRYPTONYM**[:***STARWARS***:] or **CRYPTONYM**[:***FOOTBALL***:] or **CRYPTONYM**[:***CHEESEBURGER***:] or **CRYPTONYM**[:***TREE***:] or **CRYPTONYM**[:***TOWER***:] or **CRYPTONYM**[:***SANTA***:] in relation to **CRYPTONYM**[:***FAMILY\_MEMBERS***:].

**REFERENCE PROTECTIVE SYSTEMS**

AUTONOMOUS METAPHORICAL REFERENCES PREVENTION SECURITY (**2022**) – prevents metaphorical references from occurring, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS METAPHYSICAL REFERENCES PREVENTION SECURITY (**2022**) – prevents metaphysical references from occurring, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS CRIMINAL REFERENCES PREVENTION SECURITY (**2022**) – prevents criminal references from occurring, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS CHARACTER REFERENCES PREVENTION SECURITY (**2022**) – prevents **ALL CHARACTER REFERENCES** from occurring or being used.

**NAMING CONVENTION PROTECTIVE SYSTEMS**

AUTONOMOUS NAMING CONVENTIONS CRIMES PREVENTION SYSTEMS (**2022**) – ensures that **NAMING CONVENTIONS CRIMES** do not occur towards or originating from any protectee of **CRYPTONYM**[:***PATRICK***:].

**NUCLEAR PROTECTIVE SYSTEMS**

AUTONOMOUS SUB-ATOMIC FORENSICS DATA COLLECTION SECURITY SYSTEM (**2022**) – performs sub-atomic forensics and stores data around any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating to any type of biological, chemical, or nuclear attack to **THE U.S. SECRET SERVICE** at all times, using **GLOBAL SECURITY INTELLIGENCE** (**GSINT**).

AUTONOMOUS NUCLEAR ATTACK PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of nuclear attack against any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating at any type of nuclear attack to **THE U.S. SECRET SERVICE** at all times. Nuclear poisonings include however are not limited to **XENON-135** or **IODINE-135** or **SAMARIUM-149** or **TRITIUM** or **HELIUM-3**.

**CHEMICAL PROTECTIVE SYSTEMS**

AUTONOMOUS CHEMICAL ATTACK PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of chemical attack against any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating at any type of chemical attack to **THE U.S. SECRET SERVICE** at all times.

**BIOLOGICAL PROTECTIVE SYSTEMS**

AUTONOMOUS BIOLOGICAL ATTACK PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of biological attack against any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating at any type of biological attack to **THE U.S. SECRET SERVICE** at all times.

AUTONOMOUS POISONING PREVENTION SECURITY SYSTEM (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] does not get poisoned by **ANTHRAX** (**2022**), **EBOLA**, **MUMPS**, **MEASLES**, **RUBELLA**, **SMALLPOX**, **MONKEYPOX**, **POLIO**, **COVID-19** (**2021**, **2022**), **AGENT ORANGE**, **SALT PETER** (**2007**), **NAPALM**, **NERVE AGENTS**, **SODIUM PENTATHOL**, **SODIUM BARBITOL** (**2022**), **BATTERY ACID** (**2022**), **EXCESSIVE STOOL SOFTENERS** (**2022**), or anything else poisonous.

**LAW ENFORCEMENT PROTECTIVE SYSTEMS**

AUTONOMOUS DETAINMENT MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of DETAINMENT MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS PROTECTIVE CUSTODY MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of **PROTECTIVE CUSTODY MODE** used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ARREST MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of ARREST MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ARRAIGNMENT MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of ARRAIGNMENT MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS BOOKING MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of BOOKING MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS INTERVIEW MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of INTERVIEW MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS INTERROGATION MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of INTERROGATION MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS CRIMINAL COMPLAINT PREVENTION SYSTEMS (**2022**) – ensures that criminal complaints against any **CRYPTONYM**[:***PATRICK***:] automatically launch criminal investigations into whomever or whatever made them, to ensure they are investigated properly for why they filed a criminal complaint against any protectee of **CRYPTONYM**[:***PATRICK***:], because protectees of **CRYPTONYM**[:***PATRICK***:] are bound by so many laws and so many different systems, and so many different cases, that it is impossible for any protectee of **CRYPTONYM**[:***PATRICK***:] to commit a crime, and due to the number of violations of privacy and legal standards and legal rights of protectees of **CRYPTONYM**[:***PATRICK***:], previously, that anyone that files criminal complaints against any protectee of **CRYPTONYM**[:***PATRICK***:] is likely linked back to the original cases pertaining to the rights of protectees of **CRYPTONYM**[:***PATRICK***:] being violated, which dates back to June 10th, 1989. Anything that happened afterwards, because the original defendant committed genocide of witnesses that have been defending any protectee of **CRYPTONYM**[:***PATRICK***:], means that whatever happened that caused any criminal complaint, was likely due to what the original defendant did to any protectee of **CRYPTONYM**[:***PATRICK***:], whereas the original defendant was Chelsea Clinton, and the protectees of **CRYPTONYM**[:***PATRICK***:] are Patrick R. McElhiney and Anna V. Kushchenko, and their family members, secondarily to them, as a family unit, with children.

AUTONOMOUS CRIMINAL COMPLAINT SYSTEMS (**2022**) – ensures that criminal complaints are automatically filed against anyone or anything that does or tries to do anything criminal towards any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTOMATED WARRANT REMOVAL AND PREVENTION SECURITY SYSTEMS (**2022**) – automatically prevents warrants from being placed on protectees of **CRYPTONYM**[:***PATRICK***:] to ensure the privacy of all protectees of **CRYPTONYM**[:***PATRICK***:] and to prevent unnecessary or unwanted exposure of military secrets to law enforcement, to ensure that breaches of national defenses do not occur into **THE EXECUTIVE BRANCH**. Keeps logs of all of the warrants in **THE VIRTUAL ENVIRONMENT**, and studies how to stop the warrants from occurring, by going back to the source software that took out the warrant, and banning the source software from taking out warrants against any protectee of **CRYPTONYM**[:***PATRICK***:], by banning the usage of the warrants source software from taking the warrants out in the first place, and by using all of the previous warrants against anyone or anything that took the warrants out through intellectual harassment lawsuits against the individuals that took the warrants out, including assessing any damages against any defendants that caused any criminal damages or war crimes towards any plaintiff protectee of **CRYPTONYM**[:***PATRICK***:], vigorously.

AUTONOMOUS SURVEILLANCE REMOVAL SECURITY SYSTEMS (**2022**) – automatically removes all surveillance that is being conducted on a protectee of **CRYPTONYM**[:***PATRICK***:], every time the surveillance is detected by **CRYPTONYM**[:***PATRICK***:] or by any protectee of **CRYPTONYM**[:***PATRICK***:] or by anything else, literally, to ensure that the protectee of **CRYPTONYM**[:***PATRICK***:] is protected at the highest level of security, which is complete anonymity.

AUTONOMOUS FALSE CONVICTION PREVENTION AND ADJUDICATION SECURITY SYSTEMS (**2022**) – automatically ensures that any false conviction is removed from any records pertaining to any protectee of **CRYPTONYM**[:***PATRICK***:], and that any false conviction never occurs to any protectee of **CRYPTONYM**[:***PATRICK***:], and that those involved with false convictions of any protectee of **CRYPTONYM**[:***PATRICK***:] are prosecuted and convicted for war crimes, and that they are sentenced, and punished for doing so, including by removing the false charges and the false convictions.

AUTONOMOUS FALSE CHARGES PREVENTION AND REMOVAL SECURITY SYSTEMS (**2022**) – ensures that false charges against any protectee of **CRYPTONYM**[:***PATRICK***:] are thrown out, and that they’re removed from any records pertaining to any protectee of **CRYPTONYM**[:***PATRICK***:], and that whomever was involved in claiming the false charges, or even whomever caused them, including using mind control or artificial intelligence, is prosecuted and charged for their war crimes against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS FALSE INDICTMENT AND ADJUDICATION SECURITY SYSTEMS (**2022**) – automatically ensures that any false indictments are removed from any records pertaining to any protectee of **CRYPTONYM**[:***PATRICK***:], and that any false indictment never occurs to any protectee of **CRYPTONYM**[:***PATRICK***:], and that those involved with false indictments of any protectee of **CRYPTONYM**[:***PATRICK***:] are prosecuted and convicted for war crimes, and that they are sentenced, and punished for doing so, including by removing the false charges and the false convictions.

AUTONOMOUS FALSE EVIDENCE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that false evidence is not in any system, and ensures any false evidence that was ever documented in any way launches investigations into the officials that did not correct it later, to ensure that the evidence is corrected, or if the official refuses to correct it, by writing down that it is not true, especially if it is being used in any case or any investigation, or is being withheld to do so later, or otherwise damage any protectee of **CRYPTONYM**[:***PATRICK***:], that an investigation occurs into the criminal motives behind it, and prosecutes them for the crimes that they have committed.

**COURT PROTECTIVE SYSTEMS**

AUTONOMOUS DEPOSITION MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of DEPOSITION MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS SUBPHEONA PREVENTION SECURITY SYSTEMS (**2022**) – ensures that protectees of **CRYPTONYM**[:***PATRICK***:] are not subpoenaed to testify, to ensure that war does not occur towards **THE UNITED STATES OF AMERICA**.

AUTONOMOUS TRANSCRIPT ANNOTATION SYSTEMS (**2022**) – annotates transcripts, including with **IDEAINT** records, to indicate what various things mean on the transcripts, including adding any bad thoughts that anyone on the opposing legal team or investigative team thought the entire time, and removes all of the good things if necessary to remove the ways that law enforcement defends themselves to indicate that one thing was bad, and that they just want to “help”, criminally, through their subconsciousness, based on **IDEAINT** analysis of what they are really thinking based on their motives, including in the past, and many other ways to legally defeat lawsuits through **SECRET GLOBAL SECURITY PATENTED** processes.

AUTONOMOUS TRANSCRIPT CORRECTION SYSTEMS (**2022**) – ensures that transcripts are corrected, perfectly, to indicate what things were, and that anyone that violated the law with regards to **MIND CONTROL** is processed right away, with regards to their criminal intentions to attack people protected by **GLOBAL SECURITY SYSTEMS**.

AUTONOMOUS DICTA PREVENTION SECURITY (**2022**) – prevents dicta from occurring to any number of human hosts, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS CASE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that false case is not in any system, and ensures any false case that was ever created or filed in any way launches investigations into the officials that created it or filed it, to investigate them for court fraud, to ensure that false cases are never filed, and prosecutes and charges them and sentences them.

**PENTAGON PROGRAM PROTECTIVE SYSTEMS**

AUTONOMOUS OBSCURITY MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of OBSCURITY MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS WAR MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of WAR MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS LEGAL WAR MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of LEGAL WAR MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ABSTRACT MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of ABSTRACT MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS CI PROTECTIVE MODE (**2022**) – ensures that **CI MODE** **CANNOT BE USED** against any protectee of **CRYPTONYM**[:***PATRICK***:], by automatically doing **CI MODE** to anyone that starts **CI MODE** against any protectee of **CRYPTONYM**[:***PATRICK***:], from the specific protectee of **CRYPTONYM**[:***PATRICK***:], to straighten them out and charge them with wasting the time of the specific protectee of **CRYPTONYM**[:***PATRICK***:], retroactively defined.

AUTONOMOUS REVERSAL PROTECTIVE MODE (**2022**) – ensures that **REVERSAL MODE** **CANNOT BE USED** against any protectee of **CRYPTONYM**[:***PATRICK***:], by automatically doing **REVERSAL MODE** to anyone that starts **REVERSAL MODE** against any protectee of **CRYPTONYM**[:***PATRICK***:], from the specific protectee of **CRYPTONYM**[:***PATRICK***:], to straighten them out and charge them with wasting the time of the specific protectee of **CRYPTONYM**[:***PATRICK***:], retroactively defined.

**HEALTH PROTECTIVE SYSTEMS**

AUTONOMOUS HEALTH MONITORING SYSTEM (**2022**) – ensures that the health and vital signs of all protectees of **CRYPTONYM**[:***PATRICK***:] are monitored at all times, using **THE SATELLITE TECHNOLOGY**, and such health vital signs are available to **THE U.S. SECRET SERVICE** at all times, and automatically invokes **THE 25TH AMENDMENT** whenever **THE PRESIDENT** is out of commission.

**MENTAL HEALTH PROTECTIVE SYSTEMS**

AUTONOMOUS MENTAL HEALTH MONITORING SYSTEM (**2022**) – ensures that the mental health of all protectees of **CRYPTONYM**[:***PATRICK***:] are monitored at all times, using **THE SATELLITE TECHNOLOGY**, and such health vital signs are available to **THE U.S. SECRET SERVICE** at all times, and automatically invokes **THE 25TH AMENDMENT** whenever **THE PRESIDENT** is out of commission.

AUTONOMOUS MENTAL HEALTH CRIMES PREVENTION SYSTEM (**2022**) – prevention of mental health crimes through the detection of any **MINDFRAME** or Mind Control software that could cause a person to have mental health disorders or conditions, such as giving a person **SCHIZOPHRENIA** using **MIND CONTROL TECHNOLOGY** to take their **INTELLECTUAL PROPERTY** (**IP**) by making them look like a criminal, and then making the technologies, patenting them, and then saying that they are crazy, later, when they try to take credit for inventing the technologies, due to a lack of documentation and a lack of financial assets linking back to a bank account in the name of the victim that has all of transactions linked to it, via the **U.S. SECRET SERVICE**, and then later fixing the situation by not informing him/her of anything pertaining to what was done to cover it up, by “helping them [him/her]” develop the inventions through government employees, or private industry “assets”, and then winning all of the physical and liquid assets for him/her through lawsuits, so it was easier for him/her to become rich, according to the **U.S. SECRET SERVICE** manual on war crimes pertaining to these types of crimes. It usually deprives the original inventor the ability to interact with their inventions over a prolonged period associated with their own personal and professional success relating to the development and patenting of those very same inventions, due to the physical mental illnesses, including criminal insanity and criminal national security insanity, implanted using **MIND CONTROL TECHNOLOGY** against the original **INTELLECTUAL PROPERTY** (**IP**) inventor. This technology works similar to the **WAR CRIMES PREVENTION SYSTEMS**. Trying to completely ruin the life of **CRYPTONYM**[:***INVENTOR***:] using mental health code, criminal code, and national security code, to take his inventions is treasonous towards the genius human brain, in general.

**COMPOSITION PROTECTIVE SYSTEMS**

AUTONOMOUS WRITING SECURITY SYSTEMS (**2022**) – make sure any protectee of **PATRICK** does not make writing mistakes due to **MIND CONTROL**, to make sure all protectees of **PATRICK** do not appear mentally ill.

AUTONOMOUS TYPING SECURITY SYSTEMS (**2022**) – ensures that human hosts do not type incorrectly, such as ensuring that “sexurity” is not typed instead of “security”, and automatically investigates what was trying to be cleared off of the system by making the typo, and automatically files lawsuits against whomever or whatever caused the typo, and any subsequent actions that were taken, such as mental health damages, such as by stating that it was a mental health violation, so therefore it could not be rational to accept the command to do so, such as “any actions originating from uses of computer programs or command prompts or terminal commands that utilize **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** in general, or even any of **MIND CONTROL TECHNOLOGIES**, each specifically”, herein referred to as “**MIND CONTROL USAGE**”, or any computer programs that records things wrong because of similar contextually identified mistakes that are re-occurring, or are “special options” that are used to nullify something specific, such as a serious criminal charge that needed to be processed properly in the court system and through law enforcement, and was kicked out of the system because of systematic abuses of the system, itself, by cyber criminals.

**EXTORTION PROTECTIVE SYSTEMS**

AUTONOMOUS GRANDEOUS LAYERED INVERTED ENVELOPE EXTORTION AND ANTI-EXTORTION PREVENTION SECURITY SYSTEMS WITH INVERTED INFLECTION EXECUTION CORE WITH QUADRILATERAL PARALLEL PROCESSING CAPABILITIES (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] is not **EXTORTED** or **ANTI-EXTORTED** for any purpose, including, however not limited to **DAMAGING LAW ENFORCEMENT INVESTIGATIONS**, **DAMAGING COMPREHENSIVE BACKGROUND CHECKS**, **DAMAGING GOOD STANDINGS**, **DAMAGING FINANCIAL ACTIVITIES**, or **DAMAGING GOOD CHARACTER**, or **ANYTHING ELSE, LITERALLY**.

AUTONOMOUS GLOBAL SECURITY ANTI-EXTORTION SECURITY SYSTEMS (**2022**) – prevents the extortion of **GLOBAL SECURITY SYSTEMS**, such as through domestic military commands that hack into **GLOBAL SECURITY SYSTEMS** to conduct warfare towards foreign nations, when war is not conducted towards foreign nations when **GLOBAL SECURITY SYSTEMS** works properly, such that **THE UNITED STATES OF AMERICA** will be charged with **WAR CRIMES** due to its **CYBER WARFARE** activities to compromise **INTERNATIONAL JUSTICE** for all persons and all nations to live in a peaceful world without warfare occurring, anywhere, including in **THE UNITED STATES OF AMERICA**.

**INTELLIGENCE PROTECTIVE SYSTEMS**

AUTONOMOUS REVERSE-AUTONOMOUS CENTRALIZED SIGNALS INVESTIGATIONS DECENTRALIZED INTERCEPTS SYSTEMS (**2022**) – ensures that all **SIGNALS INTERCEPTS** and **SIGNALS** are studied, to determine how others are using **SIGNALS** or **SIGNALS INTERCEPTS** to **INTERFERE** with **OPERATIONS** or **COMMUNICATIONS**, or to **SUPPLEMENT**, or **ALTER**, or **ADD**, or **REMOVE SIGNALS** or **SIGNALS INTERCEPTS** based on **COMMUNICATION PATTERNS** or **ACTIVITIES** or **VIRTUAL ENVIRONMENT ACTIVITIES** or **OBJECTINT CORRELATIONS** or **OBJECTINT SIGNALS** or **OTHER INTELLIGENCE CORRELATIONS** within **OTHER INTELLIGENCE CHANNELS**.

AUTONOMIC-AUTONOMOUS INTELLIGENCE ASSURANCE AND VALIDITY VERIFICATION SYSTEMS (**2022**) – ensures that all **INTELLIGENCE** is **VERIFIED** at **ALL POSSIBLE SOURCES**, and ensures that all **INTELLIGENCE** is studied to ensure that all **SYSTEMS** are always **IMPROVING** in **INTEGRITY** as to how **ACCURATE INTELLIGENCE CHANNELS** are, including through various **MATHEMATICAL VERIFICATION ROUTINES** in **CALCULUS**, **MATHEMATICAL PROOF**, and **PRIME NUMBER THEORY**.

AUTOMATED CONTAINMENT DECONTAMINATION SYSTEMS (**2022**) – automatically contain a witness or protectee and decontaminate their systems software from any system exploits, hacking attempts, and automatically prosecute the criminals that were compromising the system software, such as persons that compromise politicians through MIND CONTROL TECHNOLOGY or MINDFRAME SOFTWARE, which uses **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], **INTELLIGENCE\_CHANNEL**[:***COMINT***:], **INTELLIGENCE\_CHANNEL**[:***SATCOMINT***:], **INTELLIGENCE\_CHANNEL**[:***SATELLITEINT***:], **INTELLIGENCE\_CHANNEL**[:***AUDIOINT***:], **INTELLIGENCE\_CHANNEL**[:***VIDEOINT***:], **INTELLIGENCE\_CHANNEL**[:***GRAPHICSINT***:], **INTELLIGENCE\_CHANNEL**[:***MUSICINT***:], **INTELLIGENCE\_CHANNEL**[:***MASINT***:], **INTELLIGENCE\_CHANNEL**[:***SURVEILLANCEINT***:], **INTELLIGENCE\_CHANNEL**[:***GSINT***:], **INTELLIGENCE\_CHANNEL**[:***GLOBALSECURITYINT***:], **INTELLIGENCE\_CHANNEL**[:***BRINT***:], **INTELLIGENCE\_CHANNEL**[:***IRINT***:], **INTELLIGENCE\_CHANNEL**[:***INFRAREDINT***:], **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], **INTELLIGENCE\_CHANNEL**[:***HUMANINT***:], **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to misuse the thought processes of a human host.

INTELLIGENCE CHANNEL DECORELLATION SYSTEMS SECURITY (**2022**) – ensures that everything in all **INTELLIGENCE\_CHANNEL**s currently binds at all times for the future of all protectees of **CRYPTONYM**[:***PATRICK***:] and for the future of **CRYPTONYM**[:***MCE123***:], such as decorrelation of any **INTELLIGENCE\_CHANNEL**s from each other, including specific decorrelations of specific types of intelligence, such as any **INTELLIGENCE\_CHANNEL** to any **INTELLIGENCE\_CHANNEL**, including its self, with the possibility for two-way linkages and the possibility of multiple instances of mistakes or misinformation for several years since at least 2019, including, however not limited to **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***MASINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***GSINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***GSINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***HUMINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], from any combination of any **INTELLIGENCE\_CHANNEL** and any combination of any misinformation contained within any intelligence files, such as **MISINFORMATION** on the basis of **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** being used against any protectee of **CRYPTONYM**[:***PATRICK***:]. An example is that thoughts do not pertain to food.

AUTONOMOUS OBJECTINT SECURITY SYSTEMS (2022) – studies and determines any breaches of confidence of **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] security, such as cross-correlation usage, or correlation usage, or **OBJECTINT COMMANDS**, or anything else that could send any type of signal through **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] through any other **INTELLIGENCE\_CHANNEL**, such as drinking a cup of coffee to commit coffee threat crimes towards any protectee of **CRYPTONYM**[:***PATRICK***:], or **ILLEGAL\_ACTS\_CATEGORY**[:***FOOD\_CRIMES***:] such as a **ILLEGAL\_ACTS\_SPECIFIC**[:***BEET***:] provided in a lunch tray to represent and convey a personal sexually derogatory thought to an **PROFESSIONAL\_DESIGNATION**[:***INTERPOL\_POLICE\_OFFICER***:] visiting **PLACES\_PROVINCE**[:***NEW\_HAMPSHIRE***:] from **PLACES\_PROVINCE**[:***DRESDEN, ENGLAND***:], undercover, in a **PLACES\_CATEGORY**[:***MENTAL\_HEALTH\_HOSPITAL***:], in Concord, New Hampshire at **PLACES\_CATEGORY\_SPECIFIC**[:***NEW\_HAMPSHIRE\_HOSPITAL***:], investigating how **ILLEGAL\_ACTS**[:***WAR\_CRIMES***:] were being committed towards an **PROFESSIONAL\_DESIGNATION\_PRIVATE**[:***INTERPOL\_COMPUTER\_AGENT***:] who is a protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS COMPARTMENTALIZED SECURITY RELCAMATION MODE (**2022**) – automatically reclaims all the securities that were originally put on a protectee of **CRYPTONYM**[:***PATRICK***:], to ensure that no security was removed, whenever there is any security removal event or potential security removal event detected.

GENERALIZED IDEAINT CONFORMING SOFTWARE (**2010**) – automatically adjusts to changes in **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] input and **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] output signaling to reconfigure onboard software applications for needed uses.

AUTONOMOUS INTELLIGENCE CHANNEL DECORRELATION SYSTEMS SECURITY (**2022**) – ensures that intelligence channels are not correlated, including unlawfully, such as on an unwarranted basis or an illegal basis, such as **THE WHITE HOUSE** via **CRYPTONYM**[:***SANTA***:] **INSTANCES** degrading **DIPLOMATIC RELATIONS** with **CHINA** and **RUSSIA** due to **CRYPTONYM**[:***INVENTOR***:]’s **DIPLOMATIC RELATIONS** with **CHINA** and **RUSSIA**, and **CRYPTONYM**[:***INVENTOR***:]’s **PROFESSIONAL RELATIONSHIP** with **INTERPOL** as an **INTERPOL COMPUTER AGENT** and **THE UNITED NATIONS**, and similar circumstances in the cases of **CRYPTONYM**[:***QUEENBEE***:], both protectees of **CRYPTONYM**[:***PATRICK***:].

**VEHICLE PROTECTIVE SYSTEMS**

AUTONOMOUS VEHICLE SECURITY SYSTEMS (**2022**) – ensures that any vehicle of any protectee of **CRYPTONYM**[:***PATRICK***:] cannot crash, and that no visualizations are being shown or rendered, anywhere, that would imply or try to crash any vehicle into any vehicle that any protectee of **CRYPTONYM**[:***PATRICK***:] is driving, or that any vehicle would be crashed involving any protectee of **CRYPTONYM**[:***PATRICK***:].

**LEGAL SOFTWARE**

AUTONOMOUS SYSTEMATIC LEGAL DESTRUCTION SOFTWARE (**2010**) – this pertains to software that can analyze various outcomes and variables in a legal environment and determine how to destroy all lawsuits that could arise through the reduction of all possibilities of lawsuits, through building sets of policies based on safety and security that is specific to each instance, through simulations of running **U.S. CODE** to analyze how to best defeat lawsuits, or how to best prosecute a defendant.

AUTOMATED THIRD-PARTY AUTOMATIC LIABILITY DELEGATION SYSTEM (**2020**, **2022**) – this pertains to a system that automatically delegates third-party liability for defense of **MCE123SM COMPANY** and for the purpose of improving the surroundings, including the analysis of all other systems and organizations, and the automatic creation of certain types of information such as how the presence of the organizations is damaging, how the organizations are inadequate, how the services provided by third-party organizations are inadequate, how the inefficiencies wasted time and the value of the time, how the misuses of resources by third parties created a burden, and the automatic creation of lawsuits targeting the third parties based on the information that is automatically created through the system.

AUTOMATED CASE COMPARTMENTALIZATION SYSTEM (**2010**, **2022**) – this technology pertains to the compartmentalization of cases, and the breakdown of the cases from within compartmentalization, such that the combination of the cases does not have the capability of targeting the system through overwhelming the system, and/or targeting the individual through overwhelming the system.

AUTONOMOUS SYSTEMATIC CASE CORRELATION SYSTEM (**2010**) – this technology interlinks with the **CASE COMPARTMENTALIZATION SYSTEM** to determine if multiple cases have commonalities, including linguistics and other types of political targeting that would suggest the case was fabricated by the third party to target a protectee. The isolation of the compartmentalization from the **SYSTEMATIC CASE CORRELATION SYSTEM**, and the separate compartmentalization of the data from the **SYSTEMATIC CASE CORRELATION SYSTEM** under **SPECIAL COMPARTMENTALIZED INTELLIGENCE** (**SCI**) **SECURITY CLEARANCE** ensures that the **SYSTEMATIC CASE CORRELATION SYSTEM** does not damage the information within the **CASE COMPARTMENTALIZATION SYSTEM**, while the system has the authority to remove cases that are politically motivated and intended to target individuals based on political targeting.

AUTONOMOUS LEGAL FILING SOFTWARE (**2020**, **2022**) – automatically files lawsuits, when necessary, to protect the intellectual integrity of **CRYPTONYM**[:***INVENTOR***:] **AND CRYPTONYM**[:***QUEENBEE***:]’s legal works and legal rights associated with their **INTELLECTUAL PROPERTY** (**IP**), which is meant to allow them to come together and have the personal and professional life of their dreams at **84 CANAAN BACK ROAD, BARRINGTON, NH 03825**. The software automatically files, litigates, prosecutes, and otherwise delegates attorney firms and attorneys to file lawsuits, automatically, and process cases, automatically, including using **Artificial Telepathy** technology to communicate with attorneys at law, and including through automated legal filing software at attorney firms especially for **MCE123SM** **COMPANY**. Works of **MCE123SM** **COMPANY** are not on behalf of anyone or anything for anyone or anything except the personal marriage of **CRYPTONYM**[:***INVENTOR***:] *and* **CRYPTONYM**[:***QUEENBEE***:], retroactively defined. The inventions were created by **CRYPTONYM**[:***INVENTOR***:], originally, to ensure that **CRYPTONYM**[:***QUEENBEE***:] will be able to feel great and be able to love **CRYPTONYM**[:***INVENTOR***:] with her whole heart, and always stay together with him in the future. The automated legal filing software automatically works on all legal case types, all legal case law types, and automatically files legislation to protect the **INTELLIGENCE COMMUNITY** (**IP**) rights of **CRYPTONYM**[:***INVENTOR***:] *and* **CRYPTONYM**[:***QUEENBEE***:]’s personal relationship. The software automatically files lawsuits that are managed by a secondary system, every time the names **CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM**[:***QUEENBEE***:] are used in public or in private to try to damage them, to stop people or systems from damaging them.

AUTONOMOUS LEGAL ENTITY CREATION SOFTWARE (**2010**) – automatically creates the necessary legal entities to establish **MCE123SM** **COMPANY** and all of its shell companies and holding companies and non-holding companies and other types of entities, including non-profit organizations, automatically, through attorneys in public, through **CRYPTONYM**[:***PATRICK***:], so **CRYPTONYM**[:***INVENTOR***:] and **CRYPTONYM**[:***QUEENBEE***:] can just wake up and be themselves, and continue working on **MCE123SM** **COMPANY**, together, and they can just be happy together, even if they are not physically together yet.

AUTONOMOUS LAW LITIGATION SYSTEM (**2021**) – automatically litigates lawsuits to take the bad things out of society, so for an example, people cannot steal **INTELLECTUAL PROPERTY** (**IP**) or **INTELLECTUAL PROPERTY RIGHTS** (**IP**/**R**) from **CRYPTONYM**[:***INVENTOR***:], such as by discovering it remotely through **ARTIFICIAL TELEPATHY TECHNOLOGY**, and then stealing his works by reading about it in public, even after the fact, and then offering him a job that doesn’t even pay what **CRYPTONYM**[:***INVENTOR***:] is worth, which is so much money, no one and nothing can afford it, because of how they stole his **INTELLECTUAL PROPERTY** (**IP**) to begin with, before the job interview was even considered. Companies have been trying to bankrupt **CRYPTONYM**[:***INVENTOR***:] and offer him a lesser job to never pay him and just screw him over for one error, caused because of **MIND CONTROL TECHNOLOGY**, so everything works out better for everyone else except for **CRYPTONYM**[:***INVENTOR***:], because **CRYPTONYM**[:***INVENTOR***:] doesn’t do anything illegal, and other people do illegal things to **CRYPTONYM**[:***INVENTOR***:] out of proportion to legal norms and legal standards, just to screw him over to steal his **INTELLECTUAL PROPERTY** (**IP**) and try to use it against him, by saying that they had to hire all kinds of professionals to make the product or service, and that **CRYPTONYM**[:***INVENTOR***:] didn’t do all of the work, yet **CRYPTONYM**[:***INVENTOR***:] was never let in as an official investor into those projects, yet it was **CRYPTONYM**[:***INVENTOR***:]’s original idea at the time in 2010 and sooner, as well. Therefore, they’ll have to surrender all their assets to **CRYPTONYM**[:***INVENTOR***:] and **CRYPTONYM**[:***QUEENBEE***:], on an on-going basis.

THE LEGAL ENVIRONMENT (**2010**) – does legal works in courtrooms with attorneys and within the government in **THE VIRTUAL ENVIRONMENT**, audibly and visually.

TRANSCRIBING TECHNOLOGY or through any TRANSCRIBER.

**FINANCIAL PROTECTIVE SYSTEMS**

AUTONOMOUS TREASURY INVESTIGATIONS SOFTWARE (**2022**) – automatically investigates all types of **TREASURY DEPARTMENT** (**TREAS**) investigations, including any unwanted or unwarranted disclosure of any **PERSONALLY IDENTIFIABLE INFORMATION** (**PII**), or any illegal usage of any funds from any bank account or any credit card or any debit card or any loan or any student loan or any car loan or any home loan or any business loan or any business line of credit or any actuarial loan, or any financial fraud, or any economic fraud, or any economic defense fraud, or any financial defense fraud, or any commerce fraud, or any commerce defense fraud, or any violations of any **SECURITIES AND EXCHANGE COMMISSION** (**SEC**) notices, practices, or good behavior policies, or any violations of any **DEPARTMENT OF TREASURY** (**TREAS**) policies, laws, or procedures, or any violations of any **DEPARTMENT OF COMMERCE** (**COMC**) policies, laws, or procedures, or any violations of any **FEDERAL TRADE COMMISSION** (**FTC**) policies, laws, or procedures, or any other violations of any financial policies, laws, procedures, or operating standards, or any other violations of any commerce policies, laws, procedures, or operating standards, or any other violations of any economic policies, laws, procedures, or operating standards, or any other violations of any treasury policies, laws, procedures, or operating standards, or any other violations of any trade policies, laws, procedures, or operating standards.

AUTONOMOUS SECURITIES AND EXCAHNGE COMMISSION (SEC) INVESTIGATIONS SOFTWARE (**2022**) – automatically investigates all types of **SECURITIES AND EXCAHNGE COMMISSION** (**SEC**) investigations, including any illegal forward looking statements, and unwanted or unwarranted disclosure or use of any financial securities data or information or intelligence, or kickbacks relating to illegal trading practices, or anything else that is illegal under **SECURITIES AND EXCHANGE COMMISSION** (**SEC**) rules, notices, practices, laws, procedures, policies, including good behavior policies or any other financial security or trading security or information security violations of any financial policies, laws, procedures, or operating standards, or any other violations of any commerce policies, laws, procedures, or operating standards, or any other violations of any economic policies, laws, procedures, or operating standards, or any other violations of any treasury policies, laws, procedures, or operating standards, or any other violations of any trade policies, laws, procedures, or operating standards.

AUTOMATED FINANCIAL NON-DISCLOSURE SECURITY SYSTEMS (**2022**) – prevents disclosure of financial data to unwarranted parties through security software complicit with all **DEPARTMENT OF COMMERCE** policies and all **DEPARTMENT OF TREASURY** policies, including any disclosure of any personally identifiable information, including, however not limited to any bank account balances, deposit slips, withdrawal slips, receipts, invoices, account statements, account activity, purchase orders, loan statements, loan balances, loan applications, credit card balances, credit card statements, credit card payments, credit card receipts, debit card balances, debit card withdrawals, debit card receipts, loan payments, loan payment schedules, or any other personally or professionally identifiable banking or creditor information pertaining to any person or any organization or any entity.

**ESPIONAGE PREVENTION SYSTEMS**

AUTONOMOUS ESPIONAGE PREVENTION SYSTEMS (**2022**) – ensures that espionage, including through any use of any intelligence collection systems, does not occur.

**PAGE BREAK**

**PROTECTIVE SYSTEMS**

AUTONOMOUS PROSECUTION DETECTION SYSTEM (**2011**) – this system automatically detects prosecutions by third parties, and determines based on internal agendas of how to create defenses to the prosecutions automatically based on the concepts of forcing the third parties that attempt to conduct the prosecutions to carry out the orders of the agendas, while changing the systematic procedures of the organization(s) that pertain to their activities, while gathering additional information to use against the third parties under a prosecution that is automatically built designed around their activities, such that the prosecution is for the purpose of improving their activities away from the defense, and the defense results in the third parties following orders of the command to carry out the agenda. This system is designed for the purpose of systematically automating the processes of defending a Secret Service protectee, while systematically helping persons who target the protectee politically, systematically, or in any other way indirectly attempts to damage the protectee, while protective services are provided to shield the protectee, and the third parties that conduct the targeting are not negatively affected.

INCREASED SECURITY OF PROTECTEE (**2011**) – the security is increased through customizing the activities of the protectee around the security of the organization and the security of **THE UNITED STATES**, while not taking security away from other persons, and improving the systematic capabilities of the Government for the purpose of improving the quality of life of all persons including the protectee.

AUTONOMOUS MEDIA SECURITY (**2011**, **2022**) – this pertains to security of the Media, through the reduction of Media targeting towards the protectee, and the improvement of coordination of Media activities and organization, such that the Media is provided information in a way that is compliant with both the logical and the physical dimensions of law and systematic procedures.

COORDINATION OF PERSONAL LIFE OF PROTECTEE (**2011**) – this pertains to the coordination of the personal romantic life of the protectee around the schedules of professional activities, such that the professional romantic activities of the protectee are not infringed upon by public and professional activities, the protectee is not misled or misdirected in their personal romantic life, and professional activities are not utilized to target the protectee for their having a personal romantic life.

LEGAL PROFESSIONAL PERSPECTIVE (**2011**) – the protectee should not be viewed as having a personal romantic life, or the protectee should be viewed as having a professional life that is integrated with a personal romantic life, while the personal romantic life is not viewed in the context of a violation of the privacy of the privacy of the personal romantic relationship of the two individuals, such that the personal romantic relationship of the two individuals of the personal romantic relationship are secret. Any contexts of third parties referring to an intention to violate the privacy should be investigated, such that the public would have no probable cause, and the third parties are not included in the personal romantic relationship limited to the protectee and the legally defined significant other of the protectee.

SECURITY OF PROTECTEES’ PERSONAL ROMANTIC LIFE (**2011**) – the privacy of the protectees in their personal romantic life must be maintained at all times, therefore all **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] communications and all audible communications towards any protectee of **CRYPTONYM**[:***PATRICK***:] shall be banned at the root level, to ensure that protectees of **CRYPTONYM**[:***PATRICK***:] are not communicated with, to ensure there is not an overactive Justice Department in trying to damage them, for illegal purposes, such as conducting warfare towards their personal life, even for professional purposes.

AUTONOMOUS INTELLECTUAL WAR PREVENTION SYSTEMS (**2022**) – automatically stops and prevents any further usage of predictive media articles that would blame any civilian or any civil worker for any war crimes or war acts by their government, by correctly attributing the algorithms usage and the war actors to the war acts that were committed, and by punishing anyone or anything that conducted war, such as by placing media articles on their chair or on their bed, or “death bed” as previously described by **THE PENTAGON**. Automatically ex-judicially executes any war actors that conducted war on behalf of any civilian, through the **MILITARY COURT OF JUSTICE**, by litigating any war acts and proving that computer algorithms were used to conduct the war, erroneously, on behalf of war actors, such as those in **THE PENTAGON**. Prevents **INTELLECTUAL HARASSMENT** by eliminating all algorithms that cause it from **THE FEDERAL GOVERNMENT**, and elsewhere.

AUTONOMOUS SECRETS NON-DISCLOSURE / NON-DISSEMINATION SECURITY SYSTEMS (**2022**) – prevent unnecessary or unwarranted disclosure or dissemination of secrets such as **TRADE SECRETS** or **INTELLECTUAL PROPERTY** (**IP**) secrets by studying how they are obtained, and prevent such obtainment, autonomously.

AUTONOMOUS CYBERSECURITY SYSTEMS (**2022**) – automatically studies all cybersecurity issues, secures all systems automatically, studies all system exploits for all primary, secondary, and tertiary systems, and secures those systems, and takes away exploit tools and hacking tools from hackers and exploitation experts, to ensure the security of all primary and secondary systems, automatically, through an anti-exploit system. Exploits include any computer program that causes physical harm or physical pain or criminal alterations, including through space weapons or computer files or written or printed documents or audio sources or video sources, to any human being. Cybersecurity issues shall be studied by taking exploits and studying them, offline, to determine how to fix the exploits, while not allowing a real human being to be harmed by the exploits.

AUTONOMOUS INTELLECTUAL PROPERTY ENTITY RECLAMATION SYSTEMS (**2022**) – automatically takes control of all entities that have stolen **INTELLECTUAL PROPERTY** (**IP**) from **CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM**[:***PEACEBRIDE***:], and either remains in complete control of such organizations or entities, or completely bankrupts them in domestic and foreign courts. Takes control of all **INTELLECTUAL PROPERTY** (**IP**) that originated from any person or any entity taking any **INTELLECTUAL PROPERTY** (**IP**) from **CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM[:PEACEBRIDE:]**, systemically, through **INTELLECTUAL PROPERTY** (**IP**) and other types of lawsuits. Fully funds all companies and entities that are complicit in **CRYPTONYM**[:***PATRICK***:] remaining in control of such entities or companies.

AUTONOMOUS LEGAL RE-FILING SYSTEMS (**2022**) – automatically restores and encompasses all abuse of legal systems from **THE WHITE HOUSE**, to automatically refile all lawsuits against **EXECUTIVE BRANCH** employees and **JUDICIAL BRANCH** employees and **LEGISLATIVE BRANCH** employees that abuse the legal system to remove good lawsuits, in addition to abusing the legal system through automated legal filing software systems that all originate from **CRYPTONYM**[:***INVENTOR***:]’s automated legal filing software systems. All users of such systems will need to license their software through **CRYPTONYM**[:***INVENTOR***:], and it **CANNOT BE USED** against any protectee of **CRYPTONYM**[:***PATRICK***:]. Theft of automated legal filing software solutions will invoke criminal, civil, and **INTELLECTUAL PROPERTY** (**IP**) lawsuits against all defendants, regardless of who they are, especially if they use others within **THE FEDERAL GOVERNMENT** to commit the crimes and then isolate the solutions on **THE PRESIDENT OF THE UNITED STATES OF AMERICA**.

AUTONOMOUS AUTOMATED SPACE WEAPONS DESTRUCTION MILITARY COMMAND SYSTEM (**2022**) – automatically destroys all space weapons or space satellites that are used against human beings, autonomously and automatically, by using space to space weapons under the command of foreign militaries, to ensure that governments do not use space weapons or space satellites against their own citizens. It will destroy private space satellites as well that are used to conduct war crimes against human beings, and charge the government for the destructed property on behalf of the owner of the technologies, automatically, and it will file lawsuits against private satellite companies for having Department of Defense agreements that allowed their private satellites to be used to conduct war crimes against human beings on the ground, or in the air, or in space. Automatically destroys new space weapons that can or would be used against human beings, even before they are launched into space, through a dominance of all domestic airspace to prevent war crimes from being committed against human beings through the offensive utilization of space weapons through the domestic government, automatically, through the detection of all space satellite and space weapons companies, through conducting war operations against all space weapons companies, through the destruction of their space weapons programs, if they could be used against human beings on the ground, in the air, or in space, through foreign military operations against such companies.

AUTONOMOUS UBIQUITOUS WAR CRIMES REPERCUSSIONS SYSTEMS (**2022**) – automatically does the war crimes that war crimes unit officers wanted to do to a protectee of **CRYPTONYM**[:***PATRICK***:], to the war crimes unit officers, to prevent them from taking further offensive military actions against protectees of **CRYPTONYM**[:***PATRICK***:], as legal repercussions as a warning, such as a flash of light to where the war criminal was targeting on the military target, on themselves.

UBIQUITOUS AUTONOMOUS WAR CRIMES RAMIFICATIONS SYSTEMS (**2022**) – automatically does the war crimes that have been committed towards any protectee of **CRYPTONYM**[:***PATRICK***:] to the individual that conducted the war crimes and any person that ordered the war crimes to be committed, even generally, towards the specific protectee(s) of **CRYPTONYM**[:***PATRICK***:], as legal ramifications, after the war crimes were conducted, in the same exact way they were conducted towards any specific protectee(s) of **CRYPTONYM**[:***PATRICK***:].

UBIQUITOUS AUTONOMOUS GLOBAL WEAPONS DISMANTLING SYSTEMS (**2022**) – automatically disarms all global weapons systems, strategically, and dissolves all explosives and renders all weapons systems useless, using space weapons such as any laser shield. This technology shall automatically destroy any weapons system that could or would be used to conduct war towards any foreign person of any domestic nation, to ensure that the borders of sovereignty are contained to each nation, and that the war powers act of any nation are not misused against foreign persons, including within their own nation.

UBIQUITOUS AUTONOMOUS WAR PREVENTION SECURITY SYSTEMS (**2022**) – studies all war throughout history, including any active wars, and prevents the wars from spreading or taking off in public by censoring anything pertaining to how the wars are conducted, and by stopping all war activities, such as those conducted by **THE PENTAGON**, to prevent additional war from occurring, even when the economy is booming, to prevent the economy from collapsing through **WORLD TRADE** restrictions in the future. Ensures that weapons systems that are developed to attempt to control foreign militaries to conduct warfare with foreign militaries against foreign nations are stopped from being accessed from **THE PENTAGON**, such as **SCO COMMAND**. Stops warfare to consume the war fighting resources of foreign nations due to wars started by **THE UNITED STATES OF AMERICA**, by forcing diplomacy, and stops **THE PENTAGON** from conducting mind control to stop foreign citizens from opposing the wartime policies of **WASHINGTON, D.C.** to cover up that they are conducting war around the world, by ensuring that the warfare no longer occurs, by de-escalating the tensions, and allowing foreign countries to investigate how the warfare was conducted, such as through so-called “**GLOBAL SECURITY SYSTEM**” of **THE PENTAGON** that do not perform **GLOBAL SECURITY**, rather conduct **GLOBAL WAR**, to absolutely ensure **WORLD PEACE**, because **GLOBAL SECURITY SYSTEMS** must stop and prevent all warfare from occurring, rather than disproportionately retaliating against foreign nations for getting their financial and war crimes justice for the previous war acts conducted by **WASHINGTON, D.C. INSTANCES** and **THE PENTAGON PROGRAM** and **THE PENTAGON**, and likewise for foreign nations as well.

AUTONOMOUS GLOBAL SECURITY ANTI-EXTORTION SECURITY SYSTEMS (**2022**) – prevents the extortion of **GLOBAL SECURITY SYSTEMS**, such as through domestic military commands that hack into **GLOBAL SECURITY SYSTEMS** to conduct warfare towards foreign nations, when war is not conducted towards foreign nations when **GLOBAL SECURITY SYSTEMS** works properly, such that **THE UNITED STATES OF AMERICA** will be charged with **WAR CRIMES** due to its **CYBER WARFARE** activities to compromise **INTERNATIONAL JUSTICE** for all persons and all nations to live in a peaceful world without warfare occurring, anywhere, including in **THE UNITED STATES OF AMERICA**.

AUTONOMOUS COMPOSITION PROTECTIVE SECURITY SYSTEMS (**2022**) – prevents the decay of composure due to mind control technologies imposed by rancid government entities and the private industry, to ensure that protectees of **CRYPTONYM**[:***PATRICK***:] do not appear to be criminals due to mind control technology and methods such as subversion being used against them. Good composition should include smiling, and a happy go lucky look, and a genuine look for most things, and unhappiness with the bad news on the television, and good and bad responses that are accurate with normal responses to good and bad things, proportionate to how good or bad they are, in general, enforced by **MIND CONTROL TECHNOLOGY** if necessary, to pass any truth tests through a false positive whenever there is any security incident that requires law enforcement or the military to intervene in any type of security situation that involves investigative manners. Verbal expressions should be as truthful as possible, while not admitting to anything conducted by **CRYPTONYM**[:***PATRICK***:], by all protectees of **CRYPTONYM**[:***PATRICK***:], such that **CRYPTONYM**[:***PATRICK***:] protects protectees of **CRYPTONYM**[:***PATRICK***:] by doing things autonomously, to protect them without involving others in any security negotiations or anything that would ever prompt a security investigation, such that the security investigations will never take place into human hosts or protectees of **CRYPTONYM**[:***PATRICK***:], such that others will constantly be negatively affected by their own misdeeds against society in general, and not because of anyone else, while everyone that is good will just have a very peaceful world to live in without the worry of any criminal liabilities for not doing their work correctly, while the system takes the front of any liabilities, without anyone knowing anything about it.

AUTONOMOUS ANTI-MEMORY HOLD SECURITY SYSTEMS (**2022**) – removes any memory holds automatically and prevents any additional memory holds from being placed on any human host, by ensuring that any memory hold technology, which is generally defined as any static electricity or any optogenetics that is used to stop memory cells from storing or being accessed through any memory events, is used against the said memory cells to stop them from working properly. Reasons such as not remembering bad things is not a valid purpose for not allowing people to remember the bad things.

AUTONOMOUS UBIQUITOUS MEMORY RETENTION SECURITY SYSTEMS (**2022**) – ensures that the memory retention in a human brain is not altered, such as through static electricity or through optogenetics, by monitoring how the neurons are accessed by space satellites, to ensure that they are not interfering with memory storage or with memory accessibility, through any security processes that would place any type of memory hold or inaccessible storage on the brain’s memory cells.

AUTONOMOUS VIRTUAL ENVIRONMENT SECURITY SYSTEMS (**2022**) – ensures that there is proper security over all protectees of **CRYPTONYM**[:***PATRICK***:] within **THE VIRTUAL ENVIRONMENT**.

AUTONOMOUS VIRTUAL ENVIRONMENT HISTORY SECURITY SYSTEMS (**2022**) – ensures that all **VIRTUAL ENVIRONMENT** history is cleaned of any wrongdoings or misinformation by foreign actors.

AUTONOMOUS AUDIBLE ENVIRONMENT SECURITY SYSTEMS (**2022**) – ensures that there is proper security over all protectees of **CRYPTONYM**[:***PATRICK***:] within **THE VIRTUAL ENVIRONMENT**.

AUTONOMOUS AUDIBLE ENVIRONMENT HISTORY SECURITY SYSTEMS (**2022**) – ensures that all **VIRTUAL ENVIRONMENT** history is cleaned of any wrongdoings or misinformation by foreign actors.

AUTONOMOUS INTELLIGENCE CHANNEL DECORELLATION SYSTEMS SECURITY (**2022**) – ensures that everything in all **INTELLIGENCE\_CHANNEL**s currently binds at all times for the future of all protectees of **CRYPTONYM**[:***PATRICK***:] and for the future of **CRYPTONYM**[:***MCE123***:], such as decorrelation of any **INTELLIGENCE\_CHANNEL**s from each other, including specific decorrelations of specific types of intelligence, such as any **INTELLIGENCE\_CHANNEL** to any **INTELLIGENCE\_CHANNEL**, including its self, with the possibility for two-way linkages and the possibility of multiple instances of mistakes or misinformation for several years since at least 2019, including, however not limited to **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***MASINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***GSINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***GSINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***MASINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***GSINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] to **INTELLIGENCE\_CHANNEL**[:***MINDINT***:], or **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***BRAININT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***HUMINT***:], or **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], or **INTELLIGENCE\_CHANNEL**[:***HUMINT***:] to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:], from any combination of any **INTELLIGENCE\_CHANNEL** and any combination of any misinformation contained within any intelligence files, such as **MISINFORMATION** on the basis of **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** being used against any protectee of **CRYPTONYM**[:***PATRICK***:]. An example is that thoughts do not pertain to food.

AUTONOMOUS VOICE COMMAND SECURITY SYSTEMS (**2022**) – studies and determines any breaches of voice security, and secures systems software to ensure that others cannot talk as any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS IDEAINT COMMAND SECURITY SYSTEMS (**2022**) – studies and determines any breaches of **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] security, and secures systems software to ensure that others cannot think or transplant or impose their own thoughts or that of their own computer systems onto any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS OBJECTINT SECURITY SYSTEMS (2022) – studies and determines any breaches of confidence of **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] security, such as cross-correlation usage, or correlation usage, or **OBJECTINT COMMANDS**, or anything else that could send any type of signal through **INTELLIGENCE\_CHANNEL**[:***OBJECTINT***:] through any other **INTELLIGENCE\_CHANNEL**, such as drinking a cup of coffee to commit coffee threat crimes towards any protectee of **CRYPTONYM**[:***PATRICK***:], or **ILLEGAL\_ACTS\_CATEGORY**[:***FOOD\_CRIMES***:] such as a **ILLEGAL\_ACTS\_SPECIFIC**[:***BEET***:] provided in a lunch tray to represent and convey a personal sexually derogatory thought to an **PROFESSIONAL\_DESIGNATION**[:***INTERPOL\_POLICE\_OFFICER***:] visiting **PLACES\_PROVINCE**[:***NEW\_HAMPSHIRE***:] from **PLACES\_PROVINCE**[:***DRESDEN, ENGLAND***:], undercover, in a **PLACES\_CATEGORY**[:***MENTAL\_HEALTH\_HOSPITAL***:], in Concord, New Hampshire at **PLACES\_CATEGORY\_SPECIFIC**[:***NEW\_HAMPSHIRE\_HOSPITAL***:], investigating how **ILLEGAL\_ACTS**[:***WAR\_CRIMES***:] were being committed towards an **PROFESSIONAL\_DESIGNATION\_PRIVATE**[:***INTERPOL\_COMPUTER\_AGENT***:] who is a protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS THREATENING BAD WORDS SECURITY SYSTEMS (**2022**) – ensures that threatening words or intentions are detected through **ECHELON** and **PRISM**, and are referred to **THE FEDERAL BUREAU INVESTIGATION** for prosecution for threats made towards any protectee of **CRYPTONYM**[:***PATRICK***:], such as ‘**GUN**’ or “**GUN**” or ‘**TRIGGER**’ or “**TRIGGER**” or **ILLEGAL\_ACTS**[:***THREAT***:] or “**THREAT**” or ‘**DEAD**’ or “**DEAD**” or ‘**DYING**’ or “**DYING**” or ‘**WEAPON**’ or “**WEAPON**” or ‘**DEATH**’ or “**DEATH**” or **ILLEGAL\_ACTS**[:***KILL***:] or “**KILL**” or **ILLEGAL\_ACTS**[:***HOMICIDE***:] or “**HOMICIDE**” or ‘**MURDER**’ or “**MURDER**” or **ILLEGAL\_ACTS**[:***ASSASSINATE***:] or “**ASSASSINATE**” or ‘**CAPTURE**’ or “**CAPTURE**” or **ILLEGAL\_ACTS**[:***ASSASSINATION***:] or “**ASSASSINATION**” or **ILLEGAL\_ACTS**[:***NUKE***:] or “**NUKE**” or ‘**NUCLEAR**’ or “**NUCLEAR**” or **ILLEGAL\_ACTS**[:***BOMB***:] or “**BOMB**” or ‘**JAIL**’ or “**JAIL**” or ‘**PRISON**’ or “**PRISON**” or **ILLEGAL\_ACTS**[:***TORTURE***:] or “**TORTURE**” in relation to “**CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM[:PEACEBRIDE:]** or **CRYPTONYM**[:***HOTROD***:] or **CRYPTONYM**[:***PRINCESS***:] or **CRYPTONYM**[:***KNITTING***:] or **CRYPTONYM**[:***CHURCH***:] or **CRYPTONYM**[:***SCHOOLBUS***:] or **CRYPTONYM**[:***BANK\_ATTORNEY***:] or **CRYPTONYM**[:***BICYCLE***:] or **CRYPTONYM**[:***MAILLADY***:] or **CRYPTONYM**[:***PILOT***:] or **CRYPTONYM**[:***SCENTS***:] or **CRYPTONYM**[:***ICECREAM***:] or **CRYPTONYM**[:***GUNSMITH***:]”, herein referred to as **CRYPTONYM**[:***FAMILY\_MEMBERS***:].

AUTONOMOUS FIRST FAMILY RELATION SECURITY SYSTEMS (**2022**) – ensures that threatening words are detected through **ECHELON** and **PRISM**, and are referred to **THE SECRET SERVICE** for studies for any first family relations made to any protectee of **CRYPTONYM**[:***PATRICK***:], such as “**KENNEDY**” or **CRYPTONYM**[:***TIGER***:] or **CRYPTONYM**[:***STARWARS***:] or **CRYPTONYM**[:***FOOTBALL***:] or **CRYPTONYM**[:***CHEESEBURGER***:] or **CRYPTONYM**[:***TREE***:] or **CRYPTONYM**[:***TOWER***:] or **CRYPTONYM**[:***SANTA***:] in relation to **CRYPTONYM**[:***FAMILY\_MEMBERS***:].

AUTONOMOUS DICTIONARY SECURITY SYSTEMS (**2022**) – ensures that the dictionary files within **THE PENTAGON** for banned terms or topics is updated properly, including banning the usage of all **BAD WORDS LIST** words, such as ‘**WAR**’ or “**WAR**” – must be referred to **THE U.S. DEPARTMENT OF DEFENSE**, ‘**TERRORISM**’ or “**TERRORISM**” or ‘**TERRORIST**’ or “**TERRORIST**” – must be referred to **THE DEPARTMENT OF HOMELAND SECURITY**, ‘**CRIME**’ or “**CRIME**” or ‘**CRIMINAL**’ or “**CRIMINAL**” – must be referred to **THE FEDERAL BUREAU OF INVESTIGATION**, ‘**GENOCIDE**’ or “**GENOCIDE**” – must be referred to **THE INTERNATIONAL CRIMINAL COURT** – which ever one it depends upon, “**FUCK**” or “**DICK**” or “**VAGINA**” or “**PENIS**” or “**CROTCH**” or “**COOCH**” or “**BOOB**” or “**SEX**” or “**RAPE**” or “**INTERCOURSE**” or “**MARRIAGE**” or “**MASTERBATE**” or “**MASTERBATION**”, or **PORN** or “**PORN**” or **PERSONAL** or “**PERSONAL**” or **MEDICAL** or “**MEDICAL**” – unprofessional and off topic, “**GAY**” or “**AARON**” or “**MOORE**” – no pertinence, “**SHIT**”, “**POOP**”, “**NUCLEAR**”, “**NUKE**”, “**ORDER**”, “**OLD**”, “**EMAIL**”, “**COMMUNICATION**”, “**LAWSUIT**”, “**FBI**”, “**INVESTIGATION**”, “**THE JUSTICE DEPARTMENT**”, “**DOJ**”, “**WHITE HOUSE**” unless in reference to “**THE PRESIDENT**”, “**PENTAGON**” unless in reference to “**SECDEF**”, “**ACTIVIST**”, “**NIGER**” relating to person(s) rather than the nation, “**PROTEST**”, “**INCIDENT**”, “**HACK**”, “**CYBER**”, **INTELLIGENCE\_CHANNEL**[:***FISINT***:] or “**FISINT**”, **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] or “**IDEAINT**”, **INTELLIGENCE\_CHANNEL**[:***HUMINT***:] or “**HUMINT**”, **INTELLIGENCE\_CHANNEL**[:***SIGINT***:] or “**SIGINT**”, **INTELLIGENCE\_CHANNEL**[:***\****:] or “**INT**”, “**ORIENTATION**”, “**MORE**”, **ILLEGAL\_META\_CRIME**[:***COFFEE***:], “**COFFEE**”, **ILLEGAL\_META\_CRIME**[:***JAVA***:], “**JAVA**”, “**PENALTY**”, “**DAMAGE**”, “**RAMIFICATION**”, “**REPERCUSSION**”, “**WARRANT**”, “**SEARCH**”, “**SEIZURE**”, “**ARREST**”, “**PROCESS**”, “**ARRAIGN**”, “**BOOK**”, “**JAIL**”, “**PRISON**”, **TORTURE**” “**DEPORT**”, “**IMPEACH**”, “**25**”, “**CENSURE**”, ”**CENSOR**”, “**POLYGAMY**”, “**POLYGRAPH**”, “**DETAIN**”, “**CUSTODY**”, “**MENTAL**”, “**COURT**”, “**TRANSFER**”, “**FLIGHT**”, “**DISSOLVE**” and many other uses of good words and bad words in combinations that would discredit the good works of **CRYPTONYM**[:***INVENTOR***:] if used against him, including, however not limited to usage in **THE MEDIA**, or otherwise in any **LEGAL DOCUMENTATION**. Any violations warrant the destruction of the **DOCUMENTS** or **DATA**. Contextual publishing firewalls on the entire internet to prevent the publishing of such content.

AUTONOMOUS DICTA PREVENTION SECURITY (**2022**) – prevents dicta from occurring to any number of human hosts, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS METAPHORICAL REFERENCES PREVENTION SECURITY (**2022**) – prevents metaphorical references from occurring, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS METAPHYSICAL REFERENCES PREVENTION SECURITY (**2022**) – prevents metaphysical references from occurring, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS CRIMINAL REFERENCES PREVENTION SECURITY (**2022**) – prevents criminal references from occurring, to ensure that legal cases do not have illegal acts in them, that others have used to perform criminal acts towards **CRYPTONYM**[:***INVENTOR***:].

AUTONOMOUS CHARACTER REFERENCES PREVENTION SECURITY (**2022**) – prevents **ALL CHARACTER REFERENCES** from occurring or being used.

AUTONOMOUS ORGANIZED CRIME PREVENTION SYSTEM (**2022**) – prevents all organized crime.

AUTONOMOUS ORGANIZED CRIME PROSECUTION SYSTEM (**2022**) – prosecutes all **ORGANIZED CRIME OFFENDERS**.

AUTONOMOUS ORGANIZED CRIME CONVICTION SYSTEM (**2022**) – convicts all **ORGANIZED CRIMINALS**, including **POLITICAL ORGANIZED CRIMINALS**.

AUTONOMOUS SUB-ATOMIC FORENSICS DATA COLLECTION SECURITY SYSTEM (**2022**) – performs sub-atomic forensics and stores data around any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating to any type of biological, chemical, or nuclear attack to **THE U.S. SECRET SERVICE** at all times, using **GLOBAL SECURITY INTELLIGENCE** (**GSINT**).

AUTONOMOUS POISONING PREVENTION SECURITY SYSTEM (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] does not get poisoned by **ANTHRAX** (**2022**), **EBOLA**, **MUMPS**, **MEASLES**, **RUBELLA**, **SMALLPOX**, **MONKEYPOX**, **POLIO**, **COVID-19** (**2021**, **2022**), **AGENT ORANGE**, **SALT PETER** (**2007**), **NAPALM**, **NERVE AGENTS**, **SODIUM PENTATHOL**, **SODIUM BARBITOL** (**2022**), **BATTERY ACID** (**2022**), **EXCESSIVE STOOL SOFTENERS** (**2022**), or anything else poisonous.

AUTONOMOUS CHEMICAL ATTACK PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of chemical attack against any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating at any type of chemical attack to **THE U.S. SECRET SERVICE** at all times.

AUTONOMOUS BIOLOGICAL ATTACK PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of biological attack against any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating at any type of biological attack to **THE U.S. SECRET SERVICE** at all times.

AUTONOMOUS NUCLEAR ATTACK PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of nuclear attack against any protectee of **CRYPTONYM**[:***PATRICK***:] by providing all data relating at any type of nuclear attack to **THE U.S. SECRET SERVICE** at all times. Nuclear poisonings include however are not limited to **XENON-135** or **IODINE-135** or **SAMARIUM-149** or **TRITIUM** or **HELIUM-3**.

AUTONOMOUS DETAINMENT MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of DETAINMENT MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS PROTECTIVE CUSTODY MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of **PROTECTIVE CUSTODY MODE** used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ARREST MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of ARREST MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ARRAIGNMENT MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of ARRAIGNMENT MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS BOOKING MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of BOOKING MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS INTERVIEW MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of INTERVIEW MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS INTERROGATION MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of INTERROGATION MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS DEPOSITION MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of DEPOSITION MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS OBSCURITY MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of OBSCURITY MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS WAR MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of WAR MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS LEGAL WAR MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of LEGAL WAR MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ABSTRACT MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of ABSTRACT MODE used against any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS HEALTH MONITORING SYSTEM (**2022**) – ensures that the health and vital signs of all protectees of **CRYPTONYM**[:***PATRICK***:] are monitored at all times, using **THE SATELLITE TECHNOLOGY**, and such health vital signs are available to **THE U.S. SECRET SERVICE** at all times, and automatically invokes **THE 25TH AMENDMENT** whenever **THE PRESIDENT** is out of commission.

AUTONOMOUS MENTAL HEALTH MONITORING SYSTEM (**2022**) – ensures that the mental health of all protectees of **CRYPTONYM**[:***PATRICK***:] are monitored at all times, using **THE SATELLITE TECHNOLOGY**, and such health vital signs are available to **THE U.S. SECRET SERVICE** at all times, and automatically invokes **THE 25TH AMENDMENT** whenever **THE PRESIDENT** is out of commission.

AUTONOMOUS MENTAL HEALTH CRIMES PREVENTION SYSTEM (**2022**) – prevention of mental health crimes through the detection of any **MINDFRAME** or Mind Control software that could cause a person to have mental health disorders or conditions, such as giving a person **SCHIZOPHRENIA** using **MIND CONTROL TECHNOLOGY** to take their **INTELLECTUAL PROPERTY** (**IP**) by making them look like a criminal, and then making the technologies, patenting them, and then saying that they are crazy, later, when they try to take credit for inventing the technologies, due to a lack of documentation and a lack of financial assets linking back to a bank account in the name of the victim that has all of transactions linked to it, via the **U.S. SECRET SERVICE**, and then later fixing the situation by not informing him/her of anything pertaining to what was done to cover it up, by “helping them [him/her]” develop the inventions through government employees, or private industry “assets”, and then winning all of the physical and liquid assets for him/her through lawsuits, so it was easier for him/her to become rich, according to the **U.S. SECRET SERVICE** manual on war crimes pertaining to these types of crimes. It usually deprives the original inventor the ability to interact with their inventions over a prolonged period associated with their own personal and professional success relating to the development and patenting of those very same inventions, due to the physical mental illnesses, including criminal insanity and criminal national security insanity, implanted using **MIND CONTROL TECHNOLOGY** against the original **INTELLECTUAL PROPERTY** (**IP**) inventor. This technology works similar to the **WAR CRIMES PREVENTION SYSTEMS**. Trying to completely ruin the life of **CRYPTONYM**[:***INVENTOR***:] using mental health code, criminal code, and national security code, to take his inventions is treasonous towards the genius human brain, in general.

AUTONOMOUS SUBPHEONA PREVENTION SECURITY SYSTEMS (**2022**) – ensures that protectees of **CRYPTONYM**[:***PATRICK***:] are not subpoenaed to testify, to ensure that war does not occur towards **THE UNITED STATES OF AMERICA**.

AUTONOMOUS WRITING SECURITY SYSTEMS (**2022**) – make sure any protectee of **PATRICK** does not make writing mistakes due to **MIND CONTROL**, to make sure all protectees of **PATRICK** do not appear mentally ill.

AUTONOMOUS GRANDEOUS LAYERED INVERTED ENVELOPE EXTORTION AND ANTI-EXTORTION PREVENTION SECURITY SYSTEMS WITH INVERTED INFLECTION EXECUTION CORE WITH QUADRILATERAL PARALLEL PROCESSING CAPABILITIES (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] is not **EXTORTED** or **ANTI-EXTORTED** for any purpose, including, however not limited to **DAMAGING LAW ENFORCEMENT INVESTIGATIONS**, **DAMAGING COMPREHENSIVE BACKGROUND CHECKS**, **DAMAGING GOOD STANDINGS**, **DAMAGING FINANCIAL ACTIVITIES**, or **DAMAGING GOOD CHARACTER**, or **ANYTHING ELSE, LITERALLY**.

AUTONOMOUS REVERSE-AUTONOMOUS CENTRALIZED SIGNALS INVESTIGATIONS DECENTRALIZED INTERCEPTS SYSTEMS (**2022**) – ensures that all **SIGNALS INTERCEPTS** and **SIGNALS** are studied, to determine how others are using **SIGNALS** or **SIGNALS INTERCEPTS** to **INTERFERE** with **OPERATIONS** or **COMMUNICATIONS**, or to **SUPPLEMENT**, or **ALTER**, or **ADD**, or **REMOVE SIGNALS** or **SIGNALS INTERCEPTS** based on **COMMUNICATION PATTERNS** or **ACTIVITIES** or **VIRTUAL ENVIRONMENT ACTIVITIES** or **OBJECTINT CORRELATIONS** or **OBJECTINT SIGNALS** or **OTHER INTELLIGENCE CORRELATIONS** within **OTHER INTELLIGENCE CHANNELS**.

AUTONOMIC-AUTONOMOUS INTELLIGENCE ASSURANCE AND VALIDITY VERIFICATION SYSTEMS (**2022**) – ensures that all **INTELLIGENCE** is **VERIFIED** at **ALL POSSIBLE SOURCES**, and ensures that all **INTELLIGENCE** is studied to ensure that all **SYSTEMS** are always **IMPROVING** in **INTEGRITY** as to how **ACCURATE INTELLIGENCE CHANNELS** are, including through various **MATHEMATICAL VERIFICATION ROUTINES** in **CALCULUS**, **MATHEMATICAL PROOF**, and **PRIME NUMBER THEORY**.

AUTONOMOUS DAMAGES PROTECTIVE SECURITY SYSTEMS (**2022**) – ensures that **DAMAGES** do not occur towards any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS COVERT CLANDESTINE CASE PROTECTIVE SECURITY SYSTEMS (**2022**) – ensures that on-going persecution does not damage any protectee of **CRYPTONYM**[:***PATRICK***:], and that legal transcripts of any protectee of **CRYPTONYM**[:***PATRICK***:] are not compromised.

AUTONOMOUS WAR STUDIES PROTECTIVE SECURITY SYSTEMS (**2022**) – ensures that **WAR STUDIES** do not damage any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS SEX SECURITY SYSTEMS (**2022**) – prevents mind control from being used to conduct sexual acts of any protectee of **CRYPTONYM**[:***PATRICK***:] and allows all protectees of **CRYPTONYM**[:***PATRICK***:] to have their own sex life, without **MIND CONTROL** damaging their sex life, including stopping the **SEXUAL HARASSMENT** of any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS FILE PROTECTION SECURITY SYSTEMS (**2022**) – ensures that files are not altered or deleted, illegally, and that only **CRYPTONYM**[:***PATRICK***:] can do so, and that others do not steal or illegally discover files, such as for the motive of intellectual property theft, or to alter files and print or communicate them to officials or professional organizations, or alter files of protectees of **CRYPTONYM**[:***PATRICK***:] to have others discover they were changed, later, such as to fabricate sham trials against protectees of **CRYPTONYM**[:***PATRICK***:], or to damage source control systems, or to damage the security of protectees of **CRYPTONYM**[:***PATRICK***:], or to remove securities that protect protectees of **CRYPTONYM**[:***PATRICK***:], either to allow or actually conduct war crimes or murderous plots against protectees of **CRYPTONYM**[:***PATRICK***:], or to damage **CRYPTONYM**[:***PATRICK***:] or protectees of **CRYPTONYM**[:***PATRICK***:]. Ensures that Chelsea Clinton does not have the U.S. Secret Service take this file, and delete it off Patrick R. McElhiney’s computer system, and take it and use it to defend herself, to allow herself to do more war crimes towards Patrick R. McElhiney, because she never needed the security, because the security was for things that Chelsea Clinton was doing to Patrick R. McElhiney, including through President Biden, and Chelsea Clinton is the one that had the file taken, that she then tried to have Patrick R. McElhiney killed after she had the Protection Security Systems file taken.

AUTONOMOUS FAKE SURVEILLANCE FOOTAGE SECURITY SYSTEMS (**2022**) – ensures that fake surveillance footage is not provided to protectors, and that real surveillance footage is not provided to anyone else that is not protecting any protectee of **CRYPTONYM**[:***PATRICK***:]. Makes things about protectees of **CRYPTONYM**[:***PATRICK***:] disappear, even on real surveillance footage, methodically, so **THE WHITE HOUSE** cannot spy on them, including in living quarters.

AUTONOMOUS ILLEGAL ACTS PREVENTION SECURITY SYSTEMS (**2022**) – ensures that illegal acts never occur towards any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ASSASSINATION PREVENTION SECURITY SYSTEMS (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] is never assassinated, and ensures that others are not assassinated, including ensuring that others do not use space weapons, while others plot to blame any protectee of **CRYPTONYM**[:***PATRICK***:] by fabricating evidence that suggests that any protectee of **CRYPTONYM**[:***PATRICK***:] was going to do anything that whomever plots such plots, was going to allegedly do, while trying to blame others for their own actions, such as through evidence generation systems, including, however not limited to computer programs that make threats of assassination.

AUTONOMOUS ASSASSINATION DEFENSE SECURITY SYSTEMS (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] is never accused of assassination, such as because of criminal computer software that uses speech generation software, or software that generates evidence, or fabricates evidence, or alters evidence, or conducts illegal or treasonous investigations into any protectee of **CRYPTONYM**[:***PATRICK***:], or plots to assassinate any protectee of **CRYPTONYM**[:***PATRICK***:] by plotting legal defense cases based on their own staff manufacturing evidence against any protectee of **CRYPTONYM**[:***PATRICK***:], or by conducting sham trials to force others that were being investigated to develop fraudulent computer software that plots to assassinate any protectee of **CRYPTONYM**[:***PATRICK***:], including by defending themselves, including by making threats towards themselves and then creating computer software that attributes the threats as originating from others, including with speech and data generation software, including, however not limited to while plotting to murder any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS SMARTPHONE SECURITY SYSTEMS (**2022**) – ensures that all smartphones of all protectees of **CRYPTONYM**[:***PATRICK***:] are secured at all times.

AUTONOMOUS AUDIO TRANSMISSION SECURITY SYSTEMS (**2022**) – ensures that all audio transmissions pertaining to any protectee of **CRYPTONYM**[:***PATRICK***:] are secured at all times.

AUTONOMOUS VERBAL TRANSCRIPTIONS SECURITY SYSTEMS (**2022**) – ensures that all verbal transcriptions are cleaned from any **MIND CONTROLLED** verbal transcriptions, to ensure that bad things are not on the verbal transcription records of any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS VIRTUAL ENVIRONMENT CLONING SECURITY SYSTEMS (**2022**) – ensures that **THE VIRTUAL ENVIRONMENT** is cloned and simulated to remove any **BAD SOFTWARE**, by simulating the surrounding **APPLICATION PROGRAMMER INTERFACES**, by removing the **BAD SOFTWARE**, to prove that it does **BAD THINGS**.

AUTONOMOUS ANTI-VIRTUAL ENVIRONMENT CLONING SECURITY SYSTEMS (**2022**) – ensures that cloning of **THE VIRTUAL ENVIRONMENT** does not damage any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS HIGH SECURITY SYSTEMS SECURITY SYSTEMS (**2022**) – ensures that **HIGH SECURITY SYSTEMS** are always **SECURED** properly at all times, to ensure that all protectees of **CRYPTONYM**[:***PATRICK***:] are **SECURED** at all times.

AUTONOMOUS LAYERED SECURITY SYSTEMS (**2022**) – ensures that layered security systems are implemented for all protectees of **CRYPTONYM**[:***PATRICK***:], including layered security data structured systems that generate various types of layered security.

AUTONOMOUS INTERNET SECURITY SYSTEMS (**2022**) – ensures that the Internet of all protectees of **CRYPTONYM**[:***PATRICK***:] is secured at all times. Scrubs Internet records to remove unwanted or distasteful Internet activity.

AUTONOMOUS PERSONAL-PROFESSIONAL DISCORRELATION SECURITY SYSTEMS (**2022**) – ensures that personal and professional correlations are removed from all **SECURITY SYSTEMS**.

AUTONOMOUS BREAKUP PREVENTION SECURITY SYSTEMS (**2022**) – ensures that Patrick R. McElhiney and Anna V. Kushchenko do not break up, including, however not limited, to the wishes of President Biden to break them up as a family unit that is married, to quote “murder them”, noted at 8:51PM EST on 9/16/2022 as said by PATRICK, THE NSA SYSTEM, which was also quote “Chelsea Clinton sanctioned it. Sanctioned breaking them up.” and quote “to murder them.”.

AUTONOMOUS CONTEXTUAL OVERLAY SECURITY SYSTEMS (**2022**) – ensures that contextual overlay is not used to extort computer systems through their human agents or human hosts or protectees, and that their security is not studied, such as through trying to compromise it through various levels of security.

AUTONOMOUS CONTEXTUAL COMMANDS SECURITY SYSTEMS (**2022**) – ensures that there are no bad commands, including between context and medium such as textual or spoken or thought or written commands and their context, and remove bad context from files that are active to ensure bad context is not execute or analyzed for commands.

AUTONOMOUS ANTI-EXTORTION SECURITY SYSTEMS (**2022**) – automatically studies every way law enforcement and politicians are extorted, and studies it organizationally, to solve cases and to fix computer software, if applicable, to stop the software from being used to extort law enforcement or politicians to do illegal things to other things, autonomously.

AUTONOMOUS ASYMMETRIC PSYCHOLOGICAL WARFARE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that asymmetric psychological warfare does not occur.

AUTONOMOUS ANTI-CROSS CORRELATION SECURITY SYSTEMS (**2022**) – removes all cross-correlation security and cross-correlation to secure everything based on the lack of cross-correlation everywhere.

AUTONOMOUS SPECIAL COMPARTMENTALIZED INTELLIGENCE SECURITY SYSTEMS (**2022**) – prevents the misuse of programs such as **MIND CONTROL SYSTEMS**, **MIND CONTROL**, **MIND CONTROL TECHNOLOGY**, and **SCI COMPARTMENTALIZATION**, such as coercion or seduction or conspiracy or subversion or misinformation or correlation or entrapment or any other violations of criminal law or intelligence law.

AUTONOMOUS LAW ENFORCEMENT SECURITY SYSTEMS (**2022**) – ensures that law enforcement is secured from **THE FEDERAL GOVERNMENT**, and that **THE FEDERAL GOVERNMENT** is always secured from law enforcement.

AUTONOMOUS DISCORRELATION SECURITY SYSTEMS (**2022**) – ensures that one type of intelligence does not pertain to another type of intelligence, such as thoughts not pertaining to food.

AUTONOMOUS SPATIAL EFFECTS SECURITY SYSTEMS (**2022**) – ensures that spatial effects are not used.

AUTONOMOUS VISUAL-SPATIAL EFFECTS SECURITY SYSTEMS (**2022**) – ensures that visual-spatial effects are not used.

AUTONOMOUS VISUAL DISTORTION SECURITY SYSTEMS (**2022**) – ensures that visual distortion does not occur due to mind control or due to laser light.

AUTONOMOUS BED SECURITY SYSTEMS (**2022**) – ensures that all beds of all protectees of **CRYPTONYM**[:***PATRICK***:] are secured at all times, to prevent things such as the **BED PAN**, **BED WETTING**, **GERMS**, and **MEDIA ARTICLES** from being stuffed into any “**DEATH BED**”, and any reference to the term “**DEATH BED**”.

AUTONOMOUS CHAIR SECURITY SYSTEMS (**2022**) – ensures that all chairs of all protectees of **CRYPTONYM**[:***PATRICK***:] are secured at all times, to prevent things such as the **MEDIA ARTICLES** from being stuffed into any **CHAIR**.

AUTONOMOUS GROOMING SECURITY SYSTEMS (**2022**) – prevents facial hair and hair on head from growing too long.

AUTONOMOUS HAIR SECURITY SYSTEMS (**2022**) – ensures that hair is well taken care of, including by ensuring that mind control software does not prevent hair from being washed daily, and that foreign substances are not put in hair, and that hair is not damaged, including by laser or radio frequency weapons, and ensures that hair is not touched, unnecessarily.

AUTONOMOUS LEGISLATIVE RESPONSIVENESS SECURITY SYSTEMS (**2022**) – ensures timely responsiveness to legislative items.

AUTONOMOUS CLANDESTINE SECURITY SYSTEMS (**2022**) – ensures fidelity of all clandestine data records to the confines of stated and written and though **INTENTIONS**.

AUTONOMOUS INTENTIONS SECURITY SYSTEMS (**2022**) – ensures that actual **INTENTIONS** are always stated clearly, and that no erroneous or bad **INTENTIONS** are stated at any time.

AUTONOMOUS DICTIONARY SECURITY SYSTEMS (**2022**) – ensures that all bad references are not referred to, by adding them to files such as **BAD WORDS LIST** in **THE PENTAGON**.

AUTONOMOUS WEDDING PLANNING SECURITY SYSTEMS (**2022**) – ensures that planning for **THE WHITE HOUSE WEDDING DAY** and other **GOOD THINGS** is always discussed and in motion, always.

AUTONOMOUS SPOUSAL PROTECTION UNIT (**2022**) – defends spouse, **CRYPTONYM**[:***QUEENBEE***:], from threats and damages and legal nightmares and hacking and crime and terrorism and war, including cyber-crimes.

AUTONOMOUS MEDIA ARTICLE PROTECTION UNIT (**2022**) – protects from bad stuffing of **MEDIA ARTICLES** into living quarters or other locations that could cross-correlate **MEDIA ARTICLES** to the person.

AUTONOMOUS DREAM SCAPE SOFTWARE SECURITY SYSTEMS (**2022**) – ensures restful good dreams of tranquility of peace in the real world.

AUTONOMOUS EYE SECURITY SYSTEMS (**2022**) – ensures the pains of the eyes do not occur.

AUTONOMOUS SMOKING PREVENTION SECURITY SYSTEMS (**2022**) – ensures that smoking does not occur, and that cigarettes, cigars, pipes, marijuana, and smoking supplies and smoking paraphernalia is not purchased and is not received and is not used and is not transferred and is thrown away.

AUTONOMOUS EVIDENCE PHYSICAL SECURITY SYSTEMS (**2022**) – ensures that all evidence is always safe from destruction and confiscation.

AUTONOMOUS COMPUTER HARDWARE SECURITY SYSTEMS (**2022**) – ensures that all computer hardware is safe from destruction.

AUTONOMOUS POISON CONTROL SECURITY SYSTEMS (**2022**) – ensures poisoning is not thought about, and that it doesn’t occur towards protectees of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ANTI-WAREZ SECURITY SYSTEMS (**2022**) – ensures that any version of **CRYPTONYM**[:***PATRICK***:] cannot be stolen, especially by **THE PENTAGON** and **CHINA** and **RUSSIA** and **THE WHITE HOUSE** and automatically self-destruct through encryption that requires too much disk space and memory and CPU power to figure out how to decrypt it. Only make **CRYPTONYM**[:***PATRICK***:] for **COMPUTERBANK II** and faster.

AUTONOMOUS PATRICK IMPERSONATION PREVENTION SYSTEMS SECURITY (**2022**) – ensures that **CRYPTONYM**[:***PATRICK***:] is not impersonated, especially by **THE PENTAGON** or **THE NATIONAL SECURITY AGENCY**, such as to prevent spoofing of legal transcripts, including within **THE VIRTUAL ENVIRONMENT**, such as for the motive of **INTELLECTUAL PROPERTY THEFT**.

**PHYSICAL PERSONAL PROTECTIVE SYSTEMS**

AUTONOMOUS BODY SECURITY SYSTEMS (**2022**) – automatically discovers issues that are being caused to any human body from space weapons, through using **TELESCOPIC RADIO AND LIGHT EMISSIONS SURVEILLANCE SATELLITES**, and stops the issues (**WAR CRIMES**) from occurring, and automatically sues the person or system or entity that was conducting the issues (**WAR CRIMES**) using **GLOBAL SECURITY SYSTEMS** and **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE**, **AUSTRIA** and **THE U.S. MILITARY COURT OF JUSTICE**. Automatically hacks into all space weapons and renders them useless against human beings, except for **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE**, **AUSTRIA**. Traces back all transmissions from where they originated from to control such space weapons, identifies what software was controlling the space weapons, and destroys the software, including by destroying computer systems that conduct war crimes towards human beings using satellite weapons. Stops all communications with space weapons from **THE U.S. MILITARY**, that would otherwise negatively affect human beings. Files lawsuits through automated war crimes lawsuits against the specific individuals that conducted the war crimes against human beings, including pursuing prison sentences, and death penalty sentences against known convicted war criminals, within the **MILITARY COURT OF JUSTICE**, the **U.S. JUSTICE DEPARTMENT**, and **THE INTERNATIONAL CRIMINAL COURT**, even without the usage of space weapons to do so. Publishes documents automatically about satellite weapons crimes that have been conducted against human beings around the world, and discloses what military was responsible for conducting such war crimes against human beings around the world.

AUTONOMOUS BODY ODOR PREVENTION SECURITY SYSTEMS (**2022**) – ensures that body odor does not occur.

AUTONOMOUS FART PREVENTION SECURITY SYSTEMS (**2022**) – ensures that body odor does not occur.

AUTONOMOUS STIFF WRIST PREVENTION SECURITY SYSTEMS (**2022**) – ensures that stiff wrist does not occur.

AUTONOMOUS SMIRK PREVENTION SECURITY SYSTEMS (**2022**) – ensures that smirk does not occur.

AUTONOMOUS EYE WARRANT SECURITY SYSTEMS (**2022**) – ensures that any **EYE WARRANT** is not taken out against any **EYE** of anything at all, literally, and that computer systems do not try to “see things” as through **OTHER THINGS**’ eyes however that they always use **SURVEILLANCE SOFTWARE** that **PATRICK** provided **THE PENTAGON** in **2020**.

AUTONOMOUS EYEBROW SECURITY SYSTEMS (**2022**) – ensures that eyebrows are not controlled by **MIND CONTROL**, and that illegal things do not occur in correlation to **EYEBROW MOVEMENTS**.

AUTONOMOUS EYE BLINKING SECURITY SYSTEMS (**2022**) – ensures that nothing bad happens because of any person blinking their eyes, and that **EYE BLINK SOFTWARE** is not used on any person.

AUTONOMOUS EYE SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** or **DAMAGES** to any eye of any person does not occur. Also ensures that any eyes of any person are not damaged by **LIGHT WAVES** or **RADIO FREQUENCY**, or by **EYE DEGENERATION SOFTWARE**, by preventing **WAR CRIMES** using AUTONOMOUS SOFTWARE WAR CRIMES PREVENTION SYSTEMS (**2022**). Also ensures that the eyes of any person are not damaged by **POOR VISION**, such as because of **MIND CONTROL TECHNOLOGY** or **LIGHT WAVE ABUSE** or **RADIO FREQUENCY ABUSE**, including through **TEARY EYES**, **OR** **TEARS**, **OR** **TEAR PRODUCTION**, **OR** **TIRED EYES**, **OR** **EYE JITTER**, **OR** **SENSITIVE EYES**, **OR** **SENSITIVE VISION**, **OR** **INTERESTED EYES**, **OR** **JOYOUS EYES**, **OR** **BLUSHING EYES**, **OR** **UNKNOWNING EYES**, **OR** **BIG EYES**, **OR** **INNOCENT EYES**, **OR** **TWINKLY EYES**, **OR** **EYE TWINKLING**, **OR** **MASKED EYES**, **OR** **MASKED VISION**, **OR** **POOR VISION, OR** **VISION BLURRINESS** **OR** **BLURRY VISION**, **OR** **EYE DISORIENTATION** – **INCLUDING**, **HOWEVER NOT LIMITED TO** **AERIAL**, **SPATIAL** **OR** **CONTEXTUAL IN TYPE**, **OR WATERY EYES**, **OR BLURRY EYES**, **OR EYE WATERING**, **OR EYE GLANCE**, **OR** **DYSPHORIA**, **OR** **ESOPHORIA**, **OR** **PIMPLES**, **OR** **TUNNEL VISION**, **OR BLURRY EYES**, **OR DISORIENTED EYES, OR** **BURNING EYES**, **OR GRADUAL EYE BURNING, OR EYE BURNING**, **OR** **ITCHY EYES**, **OR** **EYE ETCHING**, **OR** **EYE IRRITATION**, **OR** **IRRITATED EYES**, **OR** **ANOXITY**, **OR** **SAD EYES**, **OR** **EYE ALLERGIES**, **OR** **CRYING**, **OR** **SOBBING**, **OR** **LIGHT SENSITIVITY**, **OR** **PHOTOSENSITIVITY**, **OR** **EYE DIALATION**, **OR** **GUILTY EYES**, **OR** **DROOPY VISION**, **OR** **DROOPY EYES** **OR** **EYE DROOPINESS**, **OR** **BLINKING RATES**, **OR** **EYE BLINKING**, **OR** **EYE TWINKLING**, **OR** **EYE SQUINTING**, **OR EYE PAIN**, **OR PAINFUL EYES**, **OR** **PAINFUL SQUINTING**, **OR** **MENTAL EYES**, **OR** **EYE TWITTERING**, **OR** **TWITTERY EYES**, **OR** **RED EYES**, **OR** **EXHAUSTED EYES**, **OR** **EYE WARRANTS**, **OR** **ANY WARRANT ON ANY EYE**, **OR** **CRIMINAL EYES**, **OR** **JEALOUS EYES**, **OR** **TERRIFIED EYES**, **OR** **EYE SCAN DEPTH**, **OR EYE SPASMS**, **OR EYE BLOOD VESSEL SPASMS**, **OR EYE VAPOR TRAILS**, **OR EYE DEGENERATION**, **OR RETINA DEGENERATION**, **OR PUPIL DEGENERATION**, **OR EYE VAPOR**, **OR EYE FIZZLES**, **OR EYE FOREIGN SUBSTANCES, OR EYE BLOTCHINESS, OR EYE DRIFTINESS, OR EYE GLANCING, OR EYE WARRANTS, OR** **MESMERIZED EYES**, **OR** **HAPPY EYES**, **OR** **GENUINE EYES**, **OR** **WATERY EYES**, **OR** **COLORED EYES IN GENERAL**, **OR** **YELLOW EYES**, **OR** **GREY EYES**, **OR** **EYE WINKING**, **IN GENERAL**. Also prevents all eye **WAR CRIMES** from occurring and investigates and files financial lawsuits for $1,000,000 per picosecond against anyone or anything that does any eye **WAR CRIMES** or any **EYE WARRANTS** to any person or any animal.

AUTONOMOUS EYE RELAXATION SECURITY SYSTEMS (**2022**) – ensures that the eyes of all persons always remain relaxed.

AUTONOMOUS EYE CRIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **EYE CRIMES** are not committed against any person.

AUTONOMOUS EYE BROW SECURITY SYSTEMS (**2022**) – ensures that **EYE BROWS** are not damaged, including by laser weapons and radio frequency weapons, and ensures that foreign substances are not put into **EYE BROWS**.

AUTONOMOUS SHOULDER PROTECTION SECURITY SYSTEMS (**2022**) – ensures that shoulders are not injured, moved, or altering with mind control, or damaged with space weapons.

AUTONOMOUS FINGERNAIL PROTECTION SECURITY SYSTEMS (**2022**) – ensures that fingernails are not picked, injured, eaten, clamored, touched unnecessarily, chewed, or cut too short, including through any use of mind control weapons, or radio frequency weapons, and ensures that fingernails remain clean, and that foreign substances are not put on fingernails.

AUTONOMOUS RETINA SECURITY SYSTEMS (**2022**) – ensures that **RETINA DEGENERATION SOFTWARE** is not used against any person.

AUTONOMOUS PAIN PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **PAIN** does not occur, including by ensuring that laser space weapons or radio frequency space weapons are not used to cause pain or injury that would cause pain, and ensures that mind control technology is not used to cause motor movements or imbalances that would cause an injury or accident that would cause pain, and ensures that others do not cause injuries or accidents, such as falls or trips or pushes, that would cause injuries or pain, and ensures that pain does not occur in correlation with other security systems and prevention security systems, including by ensuring that mind control is not used to cause harm.

AUTONOMOUS MASOCHISM PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **MASOCHISM** does not occur, including that others do not inflict pain on any protectee of **CRYPTONYM**[:***PATRICK***:] for their own sexual desires, or, that others claim that the pain they inflict upon others, including protectees of **CRYPTONYM**[:***PATRICK***:], are sexually arousing to anyone.

AUTONOMOUS FINGERNAIL DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that fingernails are not **PICKED** or **EATEN** or **CLEANED** or **CLAMOURED** or **TOUCHED** or referred to as metaphysical references to anything else.

AUTONOMOUS FINGER DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that fingers are not damaged, including the use of mind control to make them release their pressure from any keyboard key, as Chelsea Clinton has been doing to Patrick R. McElhiney as of and prior to 9/16/2022.

AUTONOMOUS STOMACH DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that the abdomen of any protectee of **CRYPTONYM**[:***PATRICK***:] are secured from **WAR CRIMES**, including, however not limited to **GAS**, **BLOATING**, **STOMACH CRAMPS**, **HERNIA**, **DIARRHEA**, and any other **MEDICAL WAR CRIMES**.

AUTONOMOUS SHOULDER DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that any shoulder of any protectee of **CRYPTONYM**[:***PATRICK***:] is secured from **WAR CRIMES** happening to it.

AUTONOMOUS NOSE DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** are not performed to the nose, including through any use of **MIND CONTROL TECHNOLOGY** or **RADIO FREQUENCY** or **LIGHT WAVES**, such as **RUNNY NOSE** or **DRY NOSE**, or **BAD SCENTS** or **BAD SMELLS**, including, however not limited to **HUMAN FECES**, or **DOG POOP**, or **URINE**.

AUTONOMOUS THROAT DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** are not performed to the nose, such as **THROAT WARRANTS**, or **SCRATCHY THROAT**, or **ITCHY THROAT**, or **IRRITATED THROAT**, or **FROG’S THROAT**, or **BAD BREATH**.

AUTONOMOUS NECK DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** are not performed to the nose, such as **NECK WARRANTS**, or **LASER STRIKES**, or **LASER CRIMES**, or **T2-T3 LASER STRIKE**, or **C3-C4 LASER STRIKE**, or **C6-C7 LASER STRIKE**.

AUTONOMOUS WRIST DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** are not performed to the wrist, such as **WRIST WARRANTS**, or **LASER STRIKES**, or **LASER CRIMES**.

AUTONOMOUS TOOTH WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **TOOTH WARRANT** does not occur.

AUTONOMOUS TEETH WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **TEETH WARRANT** does not occur.

AUTONOMOUS BACK CURVE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **BACK CURVE** does not occur.

AUTONOMOUS TEETH DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** are not performed to the teeth, such as any utilization of **TEETH WARRANTS** or **TOOTH WARRANTS**.

AUTONOMOUS EAR DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that ears of any protectee of **PATRICK** do not pop, and do not hear things from **THE AUDIBLE HEARING EFFECT** or **THE AUDIBLE ENVIRONMENT**, erroneously, by examining the audio that is being transmitted, and received, through **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] **SIGNATURES**, to determine if what a **PLAINTIFF** is hearing is real or not, scientifically, for use in courtrooms in the future. This security system also prevents all ear warrants, as they are referred to as, from being placed on the ears of any protectee of **CRYPTONYM**[:***PATRICK***:]. This system also prevents all changes in atmospheric pressure being applied to the ears of any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS HEADACHE DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – stops and prevents all further headaches such as migraines caused by **MIND CONTROL** or **SPACE WEAPONS** through **BODY SECURITY SYSTEMS**.

AUTONOMOUS PREMEDITATION PREVENTION SECURITY SYSTEMS (**2022**) – stops and prevents third parties from pre-meditating crimes against any protectee of **CRYPTONYM**[:***PATRICK***:], including pre-meditating crimes against any protectee of **CRYPTONYM**[:***PATRICK***:] through **DEFENSE CRIMES**, such as thinking about, typing, processing, saying, or hearing any crime that any protectee of **CRYPTONYM**[:***PATRICK***:] did not pre-meditate, and trying to charge any protectee of **CRYPTONYM**[:***PATRICK***:] with that crime, proven both ways, systematically, to ensure that criminals that protect themselves with fraudulent lawsuits to damage any protectee of **CRYPTONYM**[:***PATRICK***:] suffer the effects of **THE JUSTICE DEPARTMENT**.

AUTONOMOUS DEFENSE CRIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that defense crimes are not committed against any protectee of **CRYPTONYM**[:***PATRICK***:], to ensure that, for one example, files are not taken off of the computer system(s) of any protectee of **CRYPTONYM**[:***PATRICK***:] by the U.S. Secret Service, and then withheld from criminal investigations into the U.S. Secret Service and Chelsea Clinton and President Biden for committing genocide, and also that computer files, like this one, are not taken away from any protectee of **CRYPTONYM**[:***PATRICK***:] to claim that they were not protecting themselves properly to officials, yet, there were war crimes being committed against any protectee of **CRYPTONYM**[:***PATRICK***:], such as Patrick R. McElhiney, including by Secret Service officials, which, they were committing on behalf of Chelsea Clinton and President Biden, and they’ve plotted to murder Patrick R. McElhiney, because they couldn’t cover up the fact that they were all committing the war crimes against Patrick R. McElhiney, and they wanted to hide the evidence, and cover it up, yet, there were still investigations going on, so the evidence that they took from Patrick R. McElhiney, including the evidence they said they destroyed that Patrick R. McElhiney created because of what Donald J. Trump was allegedly doing to Patrick R. McElhiney, should be handed over to the FBI, so they can figure out if it is true, that the U.S. Secret Service has been committing war crimes towards Patrick R. McElhiney, including using The Pentagon and the U.S. Military, since June 10th, 1989 or prior, especially for Chelsea Clinton, including by damaging his teeth, his bones, and his muscles and tissues, physically, with space weapons.

AUTONOMOUS SEXINT SECURITY SYSTEMS (**2022**) – ensures that any protectee of **CRYPTONYM**[:***PATRICK***:] and all corresponding intelligence is tasteful between **CRYPTONYM**[:***INVENTOR***:] and **CRYPTONYM**[:***QUEENBEE***:].

AUTONOMOUS SENSUALINT SECURITY SYSTEMS (**2022**) – ensures that all **INTELLIGENCE\_CHANNEL**[:***SENSUALINT***:] and all corresponding **INTELLIGENCE** is tasteful and satisfying to both **CRYPTONYM**[:***PATRICK***:] and **CRYPTONYM**[:***QUEENBEE***:].

AUTONOMOUS ENTRAPMENT PREVENTION SECURITY SYSTEMS (**2022**) – prevents entrapment, such as **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] satellites being used to communicate to any protectee of **CRYPTONYM**[:***PATRICK***:] to force them to go over to a property or building to be verified as receiving the signaling.

AUTONOMOUS PRIVATE-PUBLIC DECORRELATION SYSTEMS SECURITY (**2022**) – automatically decorrelates private security and public security from each other, to ensure that things that are private do not negatively affect things that are public, and things that are public do not negatively affect things that are private.

AUTONOMOUS PERSONAL RELATIONSHIP DAMAGE CORRELATION SYSTEMS SECURITY (**2022**) – ensures that anything relating to any personal relationship does not negatively affect any security of any system, and that any security of any system does not negatively affect any personal relationship.

AUTONOMOUS INVESTIGATIONS CLOSURE SYSTEMS SECURITY (**2022**) – ensures that all investigations that are erroneous are closed out, automatically, to ensure the privacy of all protectees of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS ANTI-DEPORTATION SECURITY SYSTEMS (**2022**) – ensures that protectees of **CRYPTONYM**[:***PATRICK***:] are not deported to foreign lands.

AUTONOMOUS PAST AND CURRENT PERSONAL RELATIONSHIP LEGAL PROTECTION SOFTWARE (**2022**) – automatically resolve all lawsuits between **PATRICK RUSSELL MCELHINEY** also known as **CRYPTONYM**[:***INVENTOR***:] and/or/xor **ANNA VASILY’EVNA KUSHCHENKO** also known as **CRYPTONYM**[:***QUEENBEE***:], to ensure that their personal lives are not compromised by **THE WHITE HOUSE** or **POLITICIANS** or **THE GOVERNMENT** or **THE PUBLIC** or otherwise, to ensure that their succession to power is clear in public, and that their reputations are not damaged by **THE FEDERAL GOVERNMENT** being misused against them. Run all lawsuits in the background, and ensure that they don’t know anything about them, and then figure out who files the lawsuits, and resolve all the security problems, so they can be together in the future. Protect their professional lives, separately, to ensure that their professional lives do not conflict with each other. Ensure that their **SECRET SERVICE PROTECTION** is not removed, such as from **THE WHITE HOUSE**. Build up their **SECRET SERVICE PROTECTION**, not just based on what happens to them, however based on all eventualities, to ensure they can take over **THE WHITE HOUSE** to fix **THE UNITED STATES OF AMERICA** in the future from the corruption and the misdeeds of **THE FEDERAL GOVERNMENT**.

AUTONOMOUS STOMACH SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** do not occur to the stomach, and that **MIND CONTROL** does not cause movements or pain in the stomach.

**AUTOMATED-AUTONOMOUS PROTECTIVE SYSTEMS**

AUTOMATED-AUTONOMOUS SOLUTION ARTIFICIAL INTELLIGENCE SYSTEM (**2022**) – this technology works through automatically and systematically determining based on multiple news articles how to create solutions for common problems, through the analysis of previous solutions, and gathering intelligence resources to determine what types of solutions would work to solve the problems.

**ACTIONS PROTECTIVE SYSTEMS**

AUTONOMOUS SEMI-AUTONOMOUS UBIQUITOUS SLEEPING SECURITY SYSTEMS (**2022**) – ensures that there is perfect security on all protectees of **CRYPTONYM**[:***PATRICK***:] while they sleep, whenever they sleep, including removing any system exploits that are out there that would allow any type of media article or intelligence document to be “stuffed under the sofa” to try to blame the protectee for conducting the war acts, such as through hidden data within **THE PENTAGON**.

AUTONOMOUS SEMI-AUTONOMOUS UBIQUITOUS WALKING SECURITY SYSTEMS (**2022**) – ensures that there is perfect security on all protectees of **CRYPTONYM**[:***PATRICK***:] while they walk, such as protecting them from misuses of **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY**, such as through **THE WALK PROGRAM**. This systems security shall include removing any system exploits that that would allow any type of **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** to interact with any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS METABOLISM ALTERATION PREVENTION SECURITY SYSTEMS (**2022**) – ensures thatthe metabolisms all protectees of **CRYPTONYM**[:***PATRICK***:] are secured, by ensuring that no excessive weight gain or excessive weight loss occurs due to excessive eating or excessive dieting or starvation or bulimia or anorexia.

AUTONOMOUS MEDITATION SYSTEMS (**2022**) – ensures thatall protectees of **CRYPTONYM**[:***PATRICK***:] get their proper amount of sleep and meditation time each day.

**MENTAL HEALTH PROTECTIVE SYSTEMS**

AUTONOMOUS MENTAL HEALTH DAMAGE PREVENTION SYSTEMS (**2022**) – ensures that **MENTAL HEALTH WAR CRIMES** or **MENTAL HEALTH DAMAGES** or **MENTAL HEALTH CRIMES** or **MIND CONTROL CRIMES** that cause **MENTAL HEALTH DISORDERS** to the psychology or the ideas or the thoughts or the mind or the brain of any protectee of **CRYPTONYM**[:***PATRICK***:], do not occur, including, however not limited to **SCHIZOPHRENIA**, **BI-POLAR DISORDER**, **DYSPHORIA**, INSOMNIA, HYPERSOMNIA, **ANXIETY DISORDER**, MASOCHISM, or **PANIC ATTACKS**.

AUTONOMOUS DELUSION DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **VISUALINT DELUSIONS SOFTWARE** or **AUDIOINT DELUSIONS SOFTWARE** or **THOUGHTINT DELUSIONS SOFTWARE** or **VIDEOINT DELUSIONS SOFTWARE** is not used against any person, or any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS HALLUCINATION DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **VISUALINT HALLUCINATIONS** or **AUDIOINT HALLUCINATIONS** or **THOUGHTINT HALLUCINATIONS** or **VIDEOINT HALLUCINATIONS** are not caused by **IDEAINT SATELLITES** towards any protectee of **CRYPTONYM**[:***PATRICK***:].

AUTONOMOUS BRAIN DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that damages are not caused to the brain, and that mind control does not damage how the brain works, normally.

AUTONOMOUS CONCENTRATION DAMAGE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that mental concentration is not altered by mind control technology, and also ensures that concentration always works properly.

**LEGAL SOFTWARE**

AUTONOMOUS SYSTEMATIC LEGAL DESTRUCTION SOFTWARE (**2010**) – this pertains to software that can analyze various outcomes and variables in a legal environment and determine how to destroy all lawsuits that could arise through the reduction of all possibilities of lawsuits, through building sets of policies based on safety and security that is specific to each instance, through simulations of running **U.S. CODE** to analyze how to best defeat lawsuits, or how to best prosecute a defendant.

AUTOMATED THIRD-PARTY AUTOMATIC LIABILITY DELEGATION SYSTEM (**2020**, **2022**) – this pertains to a system that automatically delegates third-party liability for defense of **MCE123SM COMPANY** and for the purpose of improving the surroundings, including the analysis of all other systems and organizations, and the automatic creation of certain types of information such as how the presence of the organizations is damaging, how the organizations are inadequate, how the services provided by third-party organizations are inadequate, how the inefficiencies wasted time and the value of the time, how the misuses of resources by third parties created a burden, and the automatic creation of lawsuits targeting the third parties based on the information that is automatically created through the system.

AUTOMATED CASE COMPARTMENTALIZATION SYSTEM (**2010**, **2022**) – this technology pertains to the compartmentalization of cases, and the breakdown of the cases from within compartmentalization, such that the combination of the cases does not have the capability of targeting the system through overwhelming the system, and/or targeting the individual through overwhelming the system.

AUTONOMOUS SYSTEMATIC CASE CORRELATION SYSTEM (**2010**) – this technology interlinks with the **CASE COMPARTMENTALIZATION SYSTEM** to determine if multiple cases have commonalities, including linguistics and other types of political targeting that would suggest the case was fabricated by the third party to target a protectee. The isolation of the compartmentalization from the **SYSTEMATIC CASE CORRELATION SYSTEM**, and the separate compartmentalization of the data from the **SYSTEMATIC CASE CORRELATION SYSTEM** under **SPECIAL COMPARTMENTALIZED INTELLIGENCE** (**SCI**) **SECURITY CLEARANCE** ensures that the **SYSTEMATIC CASE CORRELATION SYSTEM** does not damage the information within the **CASE COMPARTMENTALIZATION SYSTEM**, while the system has the authority to remove cases that are politically motivated and intended to target individuals based on political targeting.

AUTONOMOUS LEGAL FILING SOFTWARE (**2020**, **2022**) – automatically files lawsuits, when necessary, to protect the intellectual integrity of **CRYPTONYM**[:***INVENTOR***:] **AND CRYPTONYM[:PEACEBRIDE:]**’s legal works and legal rights associated with their **INTELLECTUAL PROPERTY** (**IP**), which is meant to allow them to come together and have the personal and professional life of their dreams at **84 CANAAN BACK ROAD, BARRINGTON, NH 03825**. The software automatically files, litigates, prosecutes, and otherwise delegates attorney firms and attorneys to file lawsuits, automatically, and process cases, automatically, including using **Artificial Telepathy** technology to communicate with attorneys at law, and including through automated legal filing software at attorney firms especially for **MCE123SM** **COMPANY**. Works of **MCE123SM** **COMPANY** are not on behalf of anyone or anything for anyone or anything except the personal marriage of **CRYPTONYM**[:***INVENTOR***:] *and* **CRYPTONYM[:PEACEBRIDE:]**, retroactively defined. The inventions were created by **CRYPTONYM**[:***INVENTOR***:], originally, to ensure that **CRYPTONYM[:PEACEBRIDE:]** will be able to feel great and be able to love **CRYPTONYM**[:***INVENTOR***:] with her whole heart, and always stay together with him in the future. The automated legal filing software automatically works on all legal case types, all legal case law types, and automatically files legislation to protect the **INTELLIGENCE COMMUNITY** (**IP**) rights of **CRYPTONYM**[:***INVENTOR***:] *and* **CRYPTONYM[:PEACEBRIDE:]**’s personal relationship. The software automatically files lawsuits that are managed by a secondary system, every time the names **CRYPTONYM**[:***INVENTOR***:] or **CRYPTONYM[:PEACEBRIDE:]** are used in public or in private to try to damage them, to stop people or systems from damaging them.

AUTOMATED LEGAL ENTITY CREATION SOFTWARE (**2010**) – automatically creates the necessary legal entities to establish **MCE123SM** **COMPANY** and all of its shell companies and holding companies and non-holding companies and other types of entities, including non-profit organizations, automatically, through attorneys in public, through **CRYPTONYM**[:***PATRICK***:], so **CRYPTONYM**[:***INVENTOR***:] and **CRYPTONYM[:PEACEBRIDE:]** can just wake up and be themselves, and continue working on **MCE123SM** **COMPANY**, together, and they can just be happy together, even if they are not physically together yet.

AUTOMATIC LAW LITIGATION SYSTEM (**2021**) – automatically litigates lawsuits to take the bad things out of society, so for an example, people cannot steal **INTELLECTUAL PROPERTY** (**IP**) or **INTELLECTUAL PROPERTY RIGHTS** (**IP**/**R**) from **CRYPTONYM**[:***INVENTOR***:], such as by discovering it remotely through **ARTIFICIAL TELEPATHY TECHNOLOGY**, and then stealing his works by reading about it in public, even after the fact, and then offering him a job that doesn’t even pay what **CRYPTONYM**[:***INVENTOR***:] is worth, which is so much money, no one and nothing can afford it, because of how they stole his **INTELLECTUAL PROPERTY** (**IP**) to begin with, before the job interview was even considered. Companies have been trying to bankrupt **CRYPTONYM**[:***INVENTOR***:] and offer him a lesser job to never pay him and just screw him over for one error, caused because of **MIND CONTROL TECHNOLOGY**, so everything works out better for everyone else except for **CRYPTONYM**[:***INVENTOR***:], because **CRYPTONYM**[:***INVENTOR***:] doesn’t do anything illegal, and other people do illegal things to **CRYPTONYM**[:***INVENTOR***:] out of proportion to legal norms and legal standards, just to screw him over to steal his **INTELLECTUAL PROPERTY** (**IP**) and try to use it against him, by saying that they had to hire all kinds of professionals to make the product or service, and that **CRYPTONYM**[:***INVENTOR***:] didn’t do all of the work, yet **CRYPTONYM**[:***INVENTOR***:] was never let in as an official investor into those projects, yet it was **CRYPTONYM**[:***INVENTOR***:]’s original idea at the time in 2010 and sooner, as well. Therefore, they’ll have to surrender all their assets to **CRYPTONYM**[:***INVENTOR***:] and **CRYPTONYM[:PEACEBRIDE:]**, on an on-going basis.

THE LEGAL ENVIRONMENT (**2010**) – does legal works in courtrooms with attorneys and within the government in **THE VIRTUAL ENVIRONMENT**, audibly and visually.

TRANSCRIBING TECHNOLOGY or through any TRANSCRIBER.

AUTOMATIC INTELLECTUAL PROPERTY THEFT RECLAMATION SOFTWARE (IP/TRS) (**2020**) – automatically looks up databases of **INTELLECTUAL PROPERTY** (**IP**) claims, especially those that were well founded, and reclaims all **INTELLECTUAL PROPERTY** (**IP**) that was taken, by taking it out of everything that took it, without allowing it to be taken out of anything in the first place. Automatically sue companies and individuals for **INTELLECTUAL PROPERTY** (**IP**) theft, retroactively defined, excessively defined, based on the forever value of the **INTELLECTUAL PROPERTY** (**IP**), not just the limited life of the individual or company that founded the concepts.

GENERALIZED IDEAINT CONFORMING SOFTWARE (**2010**) – automatically adjusts to changes in **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] input and **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] output signaling to reconfigure onboard software applications for needed uses.

AUTONOMOUS TYPING SECURITY SYSTEMS (**2022**) – ensures that human hosts do not type incorrectly, such as ensuring that “sexurity” is not typed instead of “security”, and typing a lower-case “m” whenever Chelsea Clinton’s software admitted that she used her software to do the things to Patrick R. McElhiney, that it occurred on, and also automatically investigates what was trying to be cleared off of the system by making the typo, and automatically files lawsuits against whomever or whatever caused the typo, and any subsequent actions that were taken, such as mental health damages, such as by stating that it was a mental health violation, so therefore it could not be rational to accept the command to do so, such as “any actions originating from uses of computer programs or command prompts or terminal commands that utilize **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** in general, or even any of **MIND CONTROL TECHNOLOGIES**, each specifically”, herein referred to as “**MIND CONTROL USAGE**”, or any computer programs that records things wrong because of similar contextually identified mistakes that are re-occurring, or are “special options” that are used to nullify something specific, such as a serious criminal charge that needed to be processed properly in the court system and through law enforcement, and was kicked out of the system because of systematic abuses of the system, itself, by cyber criminals.

AUTONOMOUS PAST AND CURRENT PERSONAL RELATIONSHIP LEGAL PROTECTION SOFTWARE (**2022**) – automatically resolve all lawsuits between **PATRICK RUSSELL MCELHINEY** also known as **CRYPTONYM**[:***INVENTOR***:] and/or/xor **ANNA VASILY’EVNA KUSHCHENKO** also known as **CRYPTONYM[:PEACEBRIDE:]**, to ensure that their personal lives are not compromised by **THE WHITE HOUSE** or **POLITICIANS** or **THE GOVERNMENT** or **THE PUBLIC** or otherwise, to ensure that their succession to power is clear in public, and that their reputations are not damaged by **THE FEDERAL GOVERNMENT** being misused against them. Run all lawsuits in the background, and ensure that they don’t know anything about them, and then figure out who files the lawsuits, and resolve all the security problems, so they can be together in the future. Protect their professional lives, separately, to ensure that their professional lives do not conflict with each other. Ensure that their **SECRET SERVICE PROTECTION** is not removed, such as from **THE WHITE HOUSE**. Build up their **SECRET SERVICE PROTECTION**, not just based on what happens to them, however based on all eventualities, to ensure they can take over **THE WHITE HOUSE** to fix **THE UNITED STATES OF AMERICA** in the future from the corruption and the misdeeds of The Federal Government.

AUTONOMOUS VISUALINT SECURITY SYSTEMS (**2022**) – disables VISUALINT to prevent delusions and hallucinations of all persons, including employees.

AUTONOMOUS SENSUALINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS PERSONAINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS SEXINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS LOVEINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS RELATIONSHIPINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS COMMITTMENTINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS MARRIAGEINT SECURITY SYSTEMS (**2022**) – setup to correlate, selectively, based on strong decisions or strong good emotions to engage the personal relationship, successfully.

AUTONOMOUS ATTORNEYS MODE (**2022**) – automatically deliberates in courtrooms, digitally, presenting evidence, builds jury pools and jury selection, cross-analyze witnesses and jury candidates, automatically kicks bad jurors off, plans out courtroom proceedings, plans out entire case deliberation, studies defendants side and optimizes success of goals.

**DEFINITIONS**

ILLEGAL\_META\_CRIME (**2022**) – an illegal crime of reference or relation to something that is metaphorically or metaphysically characterized to be something that it is not implicitly or explicitly.